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Introduction

“Compliance is everything”¹.

Thomas Friedman

***

0. As corporate compliance has become an integral part of both the legal and the policy discourse, this research sets out to examine some of the key questions posed by compliance to contemporary corporate governance. The dominant question surrounding compliance in cross-border corporate groups concerns the concentration of duties within a group holding company against the backdrop of regulatory diversity, increased private-to-private compliance obligations and growing attention to risk management.

1. The research draws on a wide body of literature (books, policy elements, peer-reviewed articles, grey literature, press reports, internet based materials) dealing with a variety of compliance-related topics such as the nature of the duties associated to compliance, its implications for corporate governance in the context of corporate groups active in different jurisdictions and the interplay with risk management regulations. This thesis provides multiple and

converging evidence that the challenges of compliance within a cross-border group cannot be solved by relying exclusively on a “one-size-fits-all” process as a means for staying compliant with their foreign obligations throughout the world. While an accurate assessment of compliance organizations’ recognition in alien jurisdictions will only be possible once a robust bulk of case law and policy developments become available, this thesis acknowledges that the job of group compliance offer may indeed prove a Sisyphean task but there are several limitations imposed on his role which should be duly taken into account. More specifically, this thesis specifically aims to advance research in the area of corporate compliance by addressing the complexity associated with recognition of compliance organizations, corporate programs and processes adopted in foreign jurisdictions, and the uncertainties which surround the role and liability of board members and compliance officers.

2. A fundamental and controversial preliminary question examined in Part I of this research is whether “corporate compliance” is a novel concept an sich to which actual legal and policy consequences can be connected, and, if so, which ones and to what extent. Over the last 10 years, compliance has become a fashionable topic across Europe. Yet, for all its fashion, the very expression “compliance” is not entirely clear in its contours, contents and implications. Several factors arguably concurred to determine this lack of clarity and indefiniteness. Firstly, the term “compliance” was often left untranslated, so that it is called “corporate compliance” (or simply “compliance”) in languages other than English. Moreover, the terms “corporate compliance” and “compliance” are often used interchangeably, though this research provides
evidence that “corporate compliance” seems to put more emphasis on the aspects of the legal configuration of the organisational structure and represents reciprocation to the obligations of “corporate governance”\(^2\). Secondly, compliance is mentioned in the media frequently but it is rarely analysed as a comprehensive legal and policy issue. As a scholar put it: “In der Öffentlichkeit kam die schnelle Verurteilung!”\(^3\)(Translation: “The quick judgement was made in the media spotlight!”). Little attention is paid to legal criteria and categories at all, and no distinction is for instance made between good practice (soft law) on one hand, and law prescriptions (hard law) on the other hand. In addition, it is usually not asked whether cross-border compliance on a large scale represents a new international policy pattern.

3. At the outset of this research, it is also necessary to clarify that compliance is different from “corporate social responsibility”, which has an even wider scope and effect\(^4\). In fact, the latter term covers the moral, social and ethical behaviour standards maintained by the company by means of the establishment of in-house guidelines and codes of conduct. Corporate social responsibility is routinely not considered a legal duty – unless it is explicitly embedded in a legal obligation - but merely a combination of in-house


requirements with which the company aims to comply, often to benefit from a marketing point of view. Yet, according to several scholars\(^5\), it is becoming increasingly difficult to separate compliance from corporate social responsibility. Moreover, some legal definitions, such as the one provided under Article 4.1.3 of the German Corporate Governance Codex (GCGC)\(^6\) also seems to include the concept of corporate social responsibility under compliance\(^7\) insofar as it not only stipulates obedience to the law but also includes aspirational goals. The Basel Committee seems to semantically include elements of corporate social responsibility within compliance policy: “[…] a bank’s compliance policy will not be effective unless the board of directors promotes the values of honesty and integrity throughout the organisation. Compliance with applicable laws, rules and standards should be viewed as an essential means to this end”\(^8\). Also the newly released ISO 19600 standard\(^9\) on compliance management systems states that: “an organization’s approach to compliance is ideally shaped by the leadership applying core values and generally accepted corporate governance, ethical


\(^6\)“The Management Board ensures that all provisions of law and the company’s internal policies are abided by and works to achieve their compliance by group companies (compliance)”.


\(^8\)http://www.bis.org/publ/bcbs113.pdf.

\(^9\) ISO (the International Organization for Standardization) is a worldwide federation of national standards bodies (ISO member bodies). The work of preparing International Standards is normally carried out through ISO technical committees. Each member body interested in a subject for which a technical committee has been established has the right to be represented on that committee. International organizations, governmental and non-governmental, in liaison with ISO, also take part in the work.
and community standards. Embedding compliance in the behaviour of the people working for an organization depends above all on leadership at all levels and clear values of an organization, as well as an acknowledgement and implementation of measures to promote compliant behaviour. If this is not the case at all levels of an organization, there is a risk of noncompliance”. ISO’s position is also that: “organizations are increasingly convinced that by applying binding values and appropriate compliance management, they can safeguard their integrity and avoid or minimize noncompliance with the law. Integrity and effective compliance are therefore key elements of good, diligent management. Compliance also contributes to the socially responsible behaviour of organizations”. It is thus fair to say that it is often difficult to draw the line that separates compliance from corporate social responsibility, and this is largely due to the fact that compliance duties exists (both general ones and substantive ones) but they come in open-ended form and provide significant flexibility as to how compliance should be organized by a company or a corporate group.

4. Another key aspect in the global discourse about compliance concerns its relation with the increasingly dominant risk culture, and with the spreading of risk management as a key component of contemporary managerial best practice and legal culture. Quite tellingly, the ISO 19600 guideline about compliance management systems also follows a risk-based approach: after establishing the context in which it operates, the organization must perform a “compliance risk assessment”. The identified risks (compliance obligations) are the basis for establishing and implementing controls. The performance of those risk treatment measures must then be evaluated and improved upon, as well as
communicated both internally and externally. One can even go so far as to say that compliance requires risk management\textsuperscript{10} but is in turn part of it\textsuperscript{11}. What seems to be contradictory is actually quite logical: in order to conduct successful compliance management key compliance risks\textsuperscript{12} have to be selected and dealt with.

5. Lastly, it is important to preliminarily point out that within the vast body of literature about compliance, many different perceptions of the ultimate purpose of compliance and about the role of boardrooms and compliance officers can be found. More specifically, corporations and their leaders embody a role that is seen as shifting between the role of a sheriff or draconian enforcer, and the role of a teacher/educator\textsuperscript{13}. As a scholar put it: “nach der einen Ansicht entspricht Compliance der Tätigkeit einer Polizeibehörde. Sie hat repressive Funktionen. […] Nach einer zweiten Ansicht nimmt Compliance die Aufgaben einer Schulbehörde wahr. Ihre Aufgabe lautet: informieren und kontrollieren“\textsuperscript{14} (translation:“from one angle, compliance corresponds to the activity of a police institution, with repressive functions […] from another angle, the tasks of

\textsuperscript{12}According to ISO 19600 par. 3.1.2 definition, compliance risk is “the effect of uncertainty on compliance objectives”, and it “can be characterized by the likelihood of occurrence and the consequences of noncompliance with an organization’s compliance obligations”.
compliance bear resemblance to those of a school/educational institution, whose role is to inform and control”). According to the Basel Committee on Banking Supervision, for instance, one of the functions of the compliance function is “to assist senior management in educating staff on compliance issues”\(^\text{15}\), “acting as a contact point within the bank for compliance queries from staff members”, “establishing written guidance to staff on the appropriate implementation of compliance laws, rules and standards through policies and procedures and other documents such as compliance manuals, internal codes of conduct and practice guidelines”\(^\text{16}\). In our research, we will among other things show how important civil society, combined with “enforced self-regulation”, can be in modelling the contours of compliance’s contents.

6. With this background in mind, this research is organized in three main parts:

\(^\text{15}\)Par. 7.2.2 of the ISO 19600 standard (“Training”) clarifies that “the governing body, management and all employees have compliance obligations should be competent to discharge these effectively. The attainment of competence can be achieved in many ways, including skills and knowledge required through education, training or work experience. The objective of a training program is to ensure that all employees are competent to fulfil their job role in a manner that is consistent with the organization’s compliance culture and its commitment to compliance. Properly designed and executed training can provide an effective way for employees to communicate previously unidentified compliance risks. Education and training of employees should be: a) tailored to the obligations and compliance risks related to the roles and responsibilities of the employee; b) where appropriate, based on an assessment of gaps in employee knowledge and competence; c) undertaken at commencement with the organization and be on-going; d) aligned to the corporate training program and be incorporated into annual training plans; e) practical and readily understood by employees; f) relevant to the day-to-day work of employees and illustrative of the industry, organization or sector concerned; g) sufficiently flexible to account for a range of techniques to accommodate the differing needs of organizations and employees”.

\(^\text{16}\)Available online at: [http://www.bis.org/publ/bcbs113.pdf](http://www.bis.org/publ/bcbs113.pdf).
i. in part I, “compliance” duties are examined in the context of a single, stand-alone company. The primary research goal of this part is to investigate the very existence and the contours of the “duty of compliance”. In particular, the duty of compliance is examined both within the context of a wider management duty in general law, and with a view to specific legal obligations such as those set forth under MiFid. Furthermore, the contents of the compliance duty and its implications for corporate governance are explored. In particular, the organizational obligation (e.g. the duty to establish a compliance department within a company) embedded in the compliance duty is discussed and analysed against the backdrop of existing civil and criminal law developments as well as key case law. The organizational aspects stemming from compliance are also taken into account, and processes to foster internal communication of potential violations within a company such as whistle-blowing are described also with a view to potential conflicts with data protection laws. Finally, the allocation of compliance-related roles across management board, supervisory board and compliance department is pointed out, and reference is made to the role and specific liability of the compliance officer;

ii. in part II, compliance duties are considered within the wider context of a corporate group, and in particular the trade-off between the compliance obligation of group subsidiaries, and the duty of the parent company is examined. Attention is devoted to one-enterprise schemes and judgements where the existence of a “group interest” that extends
beyond the interest of individual companies is detected. From the point of view of organization, the key distinction between centralized group-wide compliance and decentralized compliance is examined. In the former model, a single compliance organization of the parent company oversees compliance for the whole group. In the latter model, the parent’s compliance organization usually sets general guidelines, but specific compliance management is dealt with by the subsidiaries’ compliance organizations. It is noted that within a centralized model the compliance officers of the parent company can be characterized as “external consultants” rendering their services to group subsidiaries, and that in many jurisdictions attorney-client privileges may be entailed, too. Specific limitations to compliance duties are pointed out in the context of a corporate group, and the case is made that the role of compliance officer of a cross-border corporate group is indeed a Sisyphean task, but also that substantial restraints are imposed on him/her by other legal obligations, regulatory diversity, complexity of organizations, the legal status of compliance officer;

iii. in part III, the argument is upheld that compliance duties represent not just a legal novelty per se, but also a trend and an international policy novelty that entails “enforced self-regulation” by corporate actors and increased collaboration with state authorities as well as the inclusion of compliance obligations which are not just statements of principles, but prescriptions about processes in private-to-private contractual arrangements. Among the factors contributing to the rise of compliance
as a global phenomenon, the tendency to blend risk management and legal obligations is examined – and so are the downsides of this tendency.
Part I
Compliance in the single company

“[the board has] a duty to attempt in good faith to assure that a corporation’s information and reporting system, which the board concludes is adequate, exists, and that failure to do so under some circumstances may, in theory at least, render a director liable for losses caused by noncompliance with applicable legal standards.”

* * *

Chapter 1: Compliance as a Management Task

0. One of the first elements to address for the purposes of this research is whether “compliance” is (only) about good practice or whether it (also) entails binding legal duties. In this respect, as a scholar put it, it is a Binseweisheit (truism) that corporate boards have to adhere to the law (in German: “an Recht und Gesetz”) when managing the company. In fact, it goes without saying that a

---

17 698 A.2d 959 (Del. Ch. 1996).
board has to adhere to the law and to good management principles. In Germany, for instance, there is agreement that the management board of an AG has a duty of legality ("Legalitaetspflicht"), and the same duty applies to an Italian Società per Azioni’s board insofar as it must comply with the applicable law when managing and directing the business of the corporation. It is therefore clear from the very beginning that compliance is not (only) a good practice. This duty does not only cover compliance with the law and the articles of incorporation by the management board itself, hence in the following paragraphs it will be examined what is entailed by this duty.

1. Having acknowledged that the duty of legality is a basic requirement of the boardroom, it is also necessary to recall that the duty of legality typically includes an organisational duty to manage the company in such a way that compliance with the statutory provisions as well as the articles of incorporation is secured at all subsidiary levels, i.e. all operative departments of the whole company. This is particularly evident for legal obligations which are binding for the company and/or for the directors. In particular, reference should be made to a variety of legal areas, starting from antitrust/competition law,
Therefore, in Germany some speak of a duty to monitor legality ("Legalitätskontrollpflicht") or monitoring duty. According to Fleischer, the monitoring duty can present itself with a gradient of intensity, as the monitoring duty can be more or less intensive depending on a number of elements, including the following ones:

- **Clues/suspect elements** ("Verdachtsmomenten"): directors must act without immediately if they detect signs of potential breaches or unlawful behaviour by company employees. The duty, thus, arises when actual elements for suspicion ("greifbare Anhaltspunkte") arise, and board directors must take action immediately.

- **Ongoing control** ("Laufende Kontrolle"). As part of the duty to monitor, the board must engage in ongoing controls, and not just step in "ex post", when a suspicion arises and the benefit of hindsight is available.

- **Precedents**: if the company’s track record includes precedents of breaches or mis-compliance, this should result into heightened monitoring by the board, and in its organization.

- **Commensurate organization**: the size and scope of monitoring duties should be commensurate with the size, type, complexity of the business

---


conducted. The principle of proportionality is very important, and it means that there is no such thing as a default compliance organization, but a variety of different solutions which have to match the actual business of the company and its group. This is for instance reflected in the words of the Basel Committee on Banking Supervision on bank compliance: “Regardless of how the compliance function is organised within a bank, it should be independent and sufficiently resourced, its responsibilities should be clearly specified, and its activities should be subject to periodic and independent review by the internal audit function. […] The principles should be applicable to all banks, although it is for individual banks to determine how best they should be implemented. A bank may be able to follow practices other than those set out in this paper which are also sound and which, taken together, demonstrate that its compliance function is effective. The way in which the principles are implemented will depend on factors such as the bank’s size, the nature, complexity and geographical extent of its business, and the legal and regulatory framework within which it operates. In smaller banks, for example, it may not be practicable to implement in full some of the specific measures recommended in this paper, yet the bank may be able to take other measures that achieve the same result.”

---


27Available online at: http://www.bis.org/publ/bcbs113.pdf.
Compliance counts as an indispensable part of the management board’s management tasks: *Compliance ist Chefsache*\(^{28}\)! Further along these lines, according to the Basel Committee on Banking Supervision April 2005 paper *Compliance and the Compliance function in banks*: “a bank’s compliance policy will not be effective unless the board of directors promotes the values of honesty and integrity throughout the organisation. Compliance with applicable laws, rules and standards should be viewed as an essential means to this end. As is the case with other categories of risk, the board is responsible for ensuring that an appropriate policy is in place to manage the bank’s compliance risk. The board should oversee the implementation of the policy, including ensuring that compliance issues are resolved effectively and expeditiously by senior management with the assistance of the compliance function”\(^{29}\).

2. Even if the law often grants discretion to corporate boards as to how and to what extent actually implement the organisational duty, this discretion should not be interpreted too broadly: complying or not complying with the laws is in any case not subject to the discretion of the board, and cannot represent an opportunity for cost-opportunity analysis\(^{30}\). In fact, maintaining that the method of compliance is subject to corporate discretion could lead to


\(^{29}\)Available online at: [http://www.bis.org/publ/bcbs113.pdf](http://www.bis.org/publ/bcbs113.pdf).

the assumption that breaches of less serious violations of compliance rules, which can increase profits for the company, are somehow exempt from the duty of legality. For example, in Germany for a long time there were so-called “useful breaches of duty” (“nützliche Pflichtverletzungen”)\textsuperscript{31}, e.g. the payments of bribes or secret commissions abroad in order to secure lucrative business deals. Frequently, a distinction is made between an internal and an external commitment to duties\textsuperscript{32}. The internal commitment to duties covers all statutory duties as well as those established by the articles of incorporation, with which the management board has to comply vis-a`-vis the company. In particular, these include duties deriving from the Aktiengesetz (German Stock Corporation Act), the articles of incorporation and the employment contracts of management board members. An external commitment to duties exists by means of all other statutory provisions which concern the company as a legal subject (“Rechtssubjekt”), which covers foreign rules of law and contractual duties. Compliance with provisions regarding environmental protection serves as a typical example. With regard to the internal commitment to duties, there is agreement that the duty of legality applies without constraints. The external commitment to duties is more difficult to adjudge. In 1985, the German Federal Court of Justice (Bundesgerichtshof (BGH) decided\textsuperscript{33} that the payment of a secret commission abroad may be immoral, but would not entail a breach of


\textsuperscript{33}BGH, May 8, 1985.
duty of the acting management board in relation to the company (as legal person), insofar as the payment of the secret commission was in accordance with the local custom in the respective third country. This approach is no longer acceptable because German law has long aligned to intensified OECD-Standards, nor would the case be reflecting nowadays law.

3. When discussing the factors driving the debate on the establishment of compliance systems or “departments”, it is important to stress the importance of corporate liability. In several jurisdictions, no specific discipline existed that ascribes criminal responsibility not just to individuals but to legal entities in whose interest a crime was committed. The development of corporate liability regulations arguably represents a key factor behind the development of compliance departments. This is because corporate liability regulations usually foresee sanctions' mitigations if compliance programmes exist and are effectively implemented by the company. Italy was one of the last countries that introduced a discipline about criminal enterprise liability in 2001. Other countries already foresaw forms of enterprise liability for crimes committed

---

35 Armone, G. (2007). La responsabilità penale delle persone giuridiche nella prospettiva dell’Unione Europea. La responsabilità amministrativa delle società e degli enti, 1, 7.
36 The United Kingdom eventually institutionalized enterprise liability with the 1978 “Interpretation Act”, the Netherlands introduced enterprise liability under art. 51 of the Dutch criminal law back in 1979, and France 1994 under art. 121-2 of the criminal law code.
by individuals\textsuperscript{37}. The US, which condensed this approach into the Sarbanes Oxley Act, were already at a very advanced stage of reflection, as the milestone case New York Central & Hudson River Railroad Co. v. U.S\textsuperscript{38} of 1909 shows. In this case, the Defendant corporation, New York Central & Hudson River Railroad Co. (Defendant), together with a managing agent within the corporation, were convicted of violating a federal law prohibiting the payment of rebates\textsuperscript{39}. Specifically, the corporation was prosecuted for the payment of rebates to the American Sugar Refining Company arising out of shipments of sugar from New York to Detroit. The Defendant was prosecuted under the “Elkins Act”, 32 Stat. 847, which held a corporation criminally liable for unlawful acts of its agents. This important case took away the immunity from criminal prosecution that corporations previously enjoyed\textsuperscript{40}. The court’s reasoning was that insomuch as the corporation could be imputed with the knowledge of the actions its employees were taking in the course of their employment, any criminal culpability for those actions – should they be in violation of law – could also be imputed to the corporation. Prosecutors need not show that the board, or even senior officers, encouraged or were complicit


\textsuperscript{38}New York Central & Hudson River Railroad Co. v. U.S, 22 Ill.212 U.S. 481, 29 S. Ct. 304, 53 L. Ed. 613 (1909).


\textsuperscript{40}Wormser, M. (1912). Piercing the veil of corporate entity.\textit{Columbia Law Review}, 12, 496.
in the crime. Thus, in order to deter criminal charges, managers must ensure that adequate information systems are in place and implement “policing measures” that increase the likelihood that the government detects and sanctions wrongdoers\(^{41}\). These measures include adopting effective compliance programs truly designed to detect wrongdoing and identify violators, promptly reporting wrongdoing to the government, and cooperating with any government investigation. Although effective enforcement of the criminal law depends on encouraging corporations to detect and report wrongdoing, until recently most laws did not encourage companies to do so\(^{42}\).

4. As will be described more in-depth infra (Chapter 2, par. 9), on the one hand it is evident that there is such as thing as a duty of legality, and that the duty of legality includes an organizational duty as well. On the other hand, it is far less evident that this organizational duty entails the establishment of a corporate compliance department, i.e. an institution within the company. Some authors such as Schneider, based on a general analogy with substantive duties, believe that the duty of organization contains such as an obligation – a general obligation - as well. Since the existence of a general obligation to set up a corporate compliance department is not explicit, some guidance can be found in risk management provisions. After all, as we have pointed out in our research’ introduction, one can go so far as to say that compliance requires risk


management but is in turn part of it. What seems to be contradictory is actually quite logical: in order to conduct successful compliance management key compliance risks have to be selected and dealt with. Substantive provisions on risk management and internal control are few. In 1998, for instance, the German Parliament enacted the Control and Transparency in Business Act (KonTraG) under which it was provided that **the management board must establish an early risk recognition system**. The system must provide assurance that material risks that can endanger the going concern of the company or, according to the German literature, can impair the net worth, financial position and results of the company in a sustainable manner, are identified. The German law requires a system to be set up, but only to the extent that risks that can cause material damage can be identified at an early stage. The management report must also report on the risks of the future development of the company.

Moreover, auditors must control the risk early recognition system.

5. Also other European countries have foreseen “early risk detection” systems without going into specifics as to how the systems should be designed. For instance in 2010 the Danish Companies act was modernized, and it is provided that the board of directors, or in case the company has opted for a two-tier board structure, the supervisory board, must ensure that “adequate

---


45 By analogy, also art. 2428 of the Italian civil code foresees extensive risk disclosure in the management report.
risk management and internal control procedures have been established”\textsuperscript{46}. The Danish law does not provide any additional guidance to companies as to what is considered an “adequate” system. The Danish corporate governance code which was amended in 2011 to integrate the new Companies Act only recommends an annual identification of the most important business risks as well as communication between the executive and the supervisory boards of the most important areas of risk and compliance including the adopted policies, frameworks etc. in order to enable the supervisory board to assess the development and make the necessary decisions. The Danish act also provides indirectly for a similar early risk recognition system as the German act\textsuperscript{47}.

6. The UK Companies Act 2006 requires the director to consider inter alia the likely consequences of any decision in the long term and the impact of the company’s operations on the community and the environment. However, boards of listed companies must comply with more stringent internal control provisions. The UK Listing Rules compel companies to apply the Main Principles of the UK Corporate Governance Code and report to shareholders on how they have done so. Main principle C 2 makes the board responsible “for determining the nature and extent of the significant risks it is willing to take in achieving its strategic objectives. The board should maintain sound risk management and internal control systems”. The Financial Reporting Council’s


Internal Control Guidance for Directors on the Combined Code provides in details what it considers a “sound” system:

“An internal control system encompasses the policies, processes, tasks, behaviours and other aspects of a company that, taken together:
- facilitate its effective and efficient operation by enabling it to respond appropriately to significant business, operational, financial, compliance and other risks to achieving the company's objectives. This includes the safeguarding of assets from inappropriate use or from loss and fraud and ensuring that liabilities are identified and managed;
- help ensure the quality of internal and external reporting. […];
- help ensure compliance with applicable laws and regulations, and also with internal policies with respect to the conduct of business.

A company's system of internal control will reflect its control environment which encompasses its organizational structure. The system will include:
- control activities;
- information and communication processes; and
- processes for monitoring the continuing effectiveness of the system of internal control.

The system of internal control should:
- be embedded in the operations of the company and form part of its culture; […].”

Other countries only indirectly force the establishment of an internal control or risk management system. France is an example of this approach. The French
Commercial Code requires the board of directors to perform all controls and verifications that it considers expedient. In Italy there is no general duty foreseen by the Civil Code to establish an internal control department – there is however, a duty to ensure an “adequate organization”. Specific requirements are foreseen by industry-specific or business-specific regulation. Perhaps more importantly, many corporate players are deliberately opting for establishing an ad hoc compliance department and effectively implement its programme and guidelines in order to benefit from corporate liability as foreseen under D. Lgs. no. 231/2001.

Chapter 2: Compliance as a Duty to Establish a Compliance Department?

7. So far, it has already been clarified that many Western corporate governance laws entail a general duty for corporate boards to ensure organizational adequateness within the company. We have also pointed out that in many cases the creation of burdensome compliance departments, programs and guidelines is the consequence of legal incentives, such as in Italy the exemption from corporate liability regime pursuant to D. Lgs. no. 231/2001. Paragraphs 7 and 8 examine the incentives deriving from corporate liability insulation, while paragraph 9 deals with the question of whether, in the absence

---


of this type of incentives, the general organizational adequateness duty actually includes the creation of totally comprehensive systems of compliance and control\textsuperscript{50}. The recognition of an extensive duty of legality does not automatically mean that the management board has to establish a totally comprehensive system of compliance-control in the company. In this respect, one must also make a key distinction between the duty of legality and what is a choice dictated by opportunity. More specifically, on one hand for most jurisdictions the management board is \textbf{not an assistant public prosecutor} (“Hilfsbeamter der Staatsanwaltschaft“)\textsuperscript{51}. On the other hand, in order to induce companies to monitor, report, and cooperate, it is fair to assume that boards expect to be better off if they engage in policing measures than if they do not\textsuperscript{52}. This implies that they must be confident of facing lower expected liability if they monitor, investigate, and report. This promise of insulation from criminal sanctions grants a substantial benefit to corporations that\textsuperscript{53} adopt compliance organizations and programs to deter crime, respond proactively to reports of suspected wrongdoing, and cooperate fully with any government investigation. To benefit from this legal attitude, boards faced with evidence of potential of wrongdoing must avoid the temptation to circle the wagons in an effort to thwart unwanted government intrusion—particularly when evidence suggests managers may indeed have committed a crime. Instead they must focus on

\textsuperscript{50}In other words: is there a \textit{general} duty to establish a compliance department?
their primary duty: to the firm. This often will place directors in the uncomfortable position of cooperating with investigations that threaten long-term colleagues and friends\(^{54}\). Managers who implement effective measures to detect crime and who report wrongdoing can benefit their companies even if prosecutors do decide to indict. For instance, under the **US federal sentencing guidelines** and the Italian D. Lgs. no. 231/2001, a convicted corporation faces a significantly lower criminal fine if it had an effective compliance program, reported wrongdoing promptly, and cooperated than if it did not\(^{55}\). For example, if a company can prove that, before the crime was committed, it adopted and effectively implemented a model of organisation, management and control it is exempt from liability under Italian law\(^{56}\). Moreover, a corporation whose managers follow good corporate practices in deterring crime may avoid intrusive corporate probation. According to the November 2012 SEC’s Enforcement Division’s “**Resource Guide to the U.S. Foreign Corrupt Practices Act**”\(^{57}\), the following elements represent essential keystones of a compliance model:

- Commitment from Senior Management and a clearly articulated policy against corruption: compliance and ethical rules must start at the top\(^{58}\). Prosecutors


\(^{56}\)Articles 6 and 7 of Legislative Decree no. 231/2001.


\(^{58}\)According to the ISO 19600 standard (par. 5.3.3): “the governing body and top management should d) appoint or nominate a compliance function with: 1) authority and responsibility for the
thus evaluate whether senior management has clearly articulated company standards, communicated them in unambiguous terms, adhered to them scrupulously, and disseminated them throughout the organisation.

- Code of Conduct, Compliance Policies and Procedures: whether a company has policies and procedures that outline responsibilities for compliance within the company, detail proper internal controls, auditing practices, and documentation policies, and set forth disciplinary procedures will also be considered by prosecutors. Effective policies and procedures require an in-depth understanding of the company’s business model, including its products and services, third-party agents, customers, government interactions, and industry and geographical risks.

- Oversight, Autonomy, and Resources: a legal person needs an assigned responsibility for the oversight and implementation of a company’s compliance programme to one or more specific senior executives. Those individuals must have appropriate authority within the organisation, adequate autonomy\(^{59}\) from management, and sufficient resources\(^{60}\) to ensure that the company’s

---

\(^{59}\)According to the ISO 19600 standard (par. 5.3.3), “the governing body and top management should […] ensure that the compliance function has authority to act independently and is not compromised by conflicting priorities, particularly where compliance is embedded in the business”.

\(^{60}\)According to the ISO 19600 standard (par. 7), “the organization should determine and provide the resources needed for the establishment, development, implementation, evaluation, maintenance and continual improvement of the compliance management system appropriate to its size,
Adequate autonomy generally includes direct access to an organisation’s governing authority, such as the board of directors and committees of the board of directors (e.g., the audit committee).

- Risk Assessment: one-size-fits-all compliance programmes are generally ill-conceived and ineffective because resources inevitably are spread too thin, with too much focus on low-risk markets and transactions to the detriment of high-risk areas. Factors to consider, for instance, include risks presented by: the country and industry sector, the business opportunity, potential business partners, level of involvement with governments, amount of government regulation and oversight, and exposure to customs and immigration in conducting business affairs. It is decisive whether and to what degree a company analyses and addresses the particular risks it faces.

---

_compliance programme is implemented effectively. Top management and all other levels of management should ensure that the necessary resources are deployed effectively to ensure that the compliance management system meets its objectives, and that compliance is achieved. Resources include financial and human resources, as well as access to external advice and specialized skills, organizational infrastructure, contemporary reference material on compliance management and legal obligations, professional development and technology_.

61_According to the ISO 19600 standard (par. 9.1.1), “the organization should determine: a) what needs to be monitored and measured and why; b) the methods for monitoring, measurement, analysis and evaluation, as applicable, to ensure valid results; c) when the monitoring and measuring should be performed; d) when the results from monitoring and measurement should be analysed, evaluated and reported. The organization should retain appropriate documented information as evidence of the results. The organization should evaluate the compliance management system performance and the effectiveness of the compliance management system.”_
- Training and Continuing Advice: such measures will help ensure that the compliance programme is understood and followed appropriately at all levels of the company\textsuperscript{62}.

- Incentives and Disciplinary Measures: many companies have found that publicising disciplinary actions internally\textsuperscript{63}, where appropriate under local law, can have an important deterrent effect, demonstrating that unethical and unlawful actions have swift and sure consequences. Incentives can take many forms such as personnel evaluations and promotions, rewards for improving and developing a company’s compliance programme, and rewards for ethics and compliance leadership.

- Third-Party Due Diligence and Payments: third parties, including agents, consultants, and distributors, are commonly used to conceal the payment of

\textsuperscript{62} According to par. 7.2.2 of the ISO 19600 standard, “the governing body, management and all employees have compliance obligations should be competent to discharge these effectively. The attainment of competence can be achieved in many ways, including skills and knowledge required through education, training or work experience. The objective of a training program is to ensure that all employees are competent to fulfil their job role in a manner that is consistent with the organization’s compliance culture and its commitment to compliance. Properly designed and executed training can provide an effective way for employees to communicate previously unidentified compliance risks. Education and training of employees should be: a) tailored to the obligations and compliance risks related to the roles and responsibilities of the employee; b) where appropriate, based on an assessment of gaps in employee knowledge and competence; c) undertaken at commencement with the organization and be on-going; d) aligned to the corporate training program and be incorporated into annual training plans; e) practical and readily understood by employees; f) relevant to the day-to-day work of employees and illustrative of the industry, organization or sector concerned; g) sufficiently flexible to account for a range of techniques to accommodate the differing needs of organizations and employees”.

\textsuperscript{63} Par. 7.4.4 of the ISO 19600 standard (“Internal communication”) reads as follows: “the organization should adopt appropriate methods of communication to ensure that the compliance message is heard and understood by all employees on an on-going basis. The communication should clearly set out the organization’s expectation of employees and those noncompliances that are expected to be escalated and under what circumstances and to whom”.

bribes to public officials. As part of risk-based due diligence, companies should understand the qualifications and associations of its third-party partners, including its business reputation, and relationship, if any, with foreign officials. Companies should also have an understanding of the role of, and need for, the third party and ensure that the contract terms specifically describe the services to be performed. Additional considerations include payment terms and how those payment terms compare to typical terms in that industry and country. Furthermore, companies should undertake some form of on-going monitoring of third-party relationships.

- Confidential Reporting and Internal Investigation: an effective compliance programme should include a mechanism for an organisation’s employees and others to report\textsuperscript{64} suspected or actual misconduct or violations of the company’s policies on a confidential basis and without fear of retaliation. Companies may employ, for example, anonymous hotlines or ombudsmen. Reporting needs to be followed-up by effective investigations.

- Continuous Improvement (Periodic Testing and Review): a company’s business changes over time, as do the environments in which it operates, the nature of its customers, the laws that govern its actions, and the standards of its industry. In addition, compliance programmes that do not just exist on paper

\textsuperscript{64} In the words of par. 9.1.3 of the ISO 19600 standard, “the organization should establish, implement, evaluate and maintain procedures for seeking and receiving feedback on its compliance performance from a range of sources, including: employees, e.g. through whistle blowing facilities, helplines, feedback, suggestion boxes; customers, e.g. through a complaints handling system; suppliers; regulators; process control logs and activity records (including both computer and paper based)”.

but are followed in practice will inevitably uncover compliance weaknesses and require enhancements.

- **Mergers and Acquisitions (Pre-Acquisition Due Diligence and Post-Acquisition Integration):** for example, an acquiring company should uncover any possible corruption at the company which is being acquired as part of due diligence, ensure that the corruption was voluntarily disclosed to the government, cooperate with the investigation, and promptly incorporate the acquired company into its compliance programme and internal controls.

Adopting a compliance organization may sometimes even be an **“ex post” remedy** when a breach has already been detected. In Italy, for instance pursuant to Art. 12, comma 2, lett. b) of Legislative Decree no. 231/2001 sanctions are reduced to one third if, before the first judiciary session, a compliance model adequate to pre-empt breaches such as those detected. Moreover, pursuant to art. 17, lett. b) of Legislative Decree no. 231/2001 no indictment sanctions (e.g. a ban on liaising with public offices) if the company has filled the organizational gaps which caused the tort by adoption and effectively implementing a compliance model adequate to pre-empt breaches such as those detected.

**8.** By contrast, a convicted corporation that did not have an effective compliance program is likely to have one imposed (and designed) by the authorities[^65]. Managers cannot obtain the full benefit of these mitigation provisions if they wait to act until they suspect wrongdoing. The US sentencing

guidelines only provide full mitigation for reporting and cooperating to firms that had an effective compliance program at the time the crime occurred. (Prosecutors also are more likely to indict companies that did not have a compliance program). Thus, managers who fail to institute a program designed to detect wrongdoing put their firms at much greater risk of criminal sanction even if they report any wrongdoing they detect.

9. With a view to the previous paragraph, the question should asked whether the management board has an actual duty, in the best interests of and for the benefit of the company, to establish an institution within the company which reveals violations of law and helps to prevent them. As stated earlier, it is important to distinguish between an actual duty embedded in a non-substantive obligation, and a choice (although one not free from a variety of positive or negative incentives). Moreover, the answer to this question varies depending on the country. In Germany, for example, it is controversial whether such a duty under organisational law exists for all AGs, aside from the special scheme for investmentservices companies in Section 33(1) cl. 2 No. 1 of the WpHG. Commentators seem in any case to agree that the management board has to implement its duty of legality, but it is disputed whether this entailsestablishing a compliance department as well. In any case, it is indispensable that compliance function is entrusted to competent, skilled and

---

knowledgeable professionals, whereas it fairly marginal whether these professionals have a “compliance department” or work in another department (e.g. legal department) but cover compliance. In Germany, some supporters of a general duty to establish a compliance department refer to Section 130 OWiG according to which the owner of a company acts contrary to public policy if he or she omits to implement the necessary control measures required to prevent breaches of duty by the company, which are punishable by means of a fine or a sentence. There is, however, a limitation insofar that the rule only refers to necessary control measures, depending on the particular circumstances of the company. In a certain case, like a very complex corporate structure, the requirements may only be achieved with the establishment of a compliance department, yet, this is not compulsory, in particular not for smaller companies.

10. With a view to the above, the debate is shifting from the duty of legality to the (possible) duty to establish a compliance department. Interestingly, this seems to echo the famous 1996 In re Caremark International Inc. Derivative Litigation Delaware case. Arguably, Chancellor William Allen’s opinion in In re Caremark International Inc. Derivative Litigation remains one of the most complete and detailed explorations of the duty to monitor by a Delaware court. Caremark originated from a federal investigation of illegal

---

payments made by Caremark International employees to physicians in exchange for patient referrals. Eventually, Caremark paid out approximately $250 million to settle the charges. Chancellor Allen had to decide whether the company’s directors breached its duty to monitor by allowing these violations to occur. Chancellor Allen concluded that the board of directors cannot assume that the corporation is operating in compliance with the law; instead, it has an actual obligation to invest in monitoring systems that are suitable to identify legal violations. More specifically, in the words of Chancellor Allen, a board has “a duty to attempt in good faith\(^{70}\) to assure that a corporation’s information and reporting system, which the board concludes is adequate, exists, and that failure to do so under some circumstances may, in theory at least, render a director liable for losses caused by noncompliance with applicable legal standards.” However, under the standard formulated in Allen’s decision, finding a violation of this duty is far from easy\(^{71}\) as directors must have failed to provide reasonable oversight in a “sustained or systematic” fashion\(^{72}\), and the information reporting system on which the board relied\(^{73}\) must have been an “utter failure”\(^{74}\). Actual failure to prevent wrongdoing does not in itself mean that the system is an utter failure:


in fact, a court must also consider the design of the system and make a case-by-case assessment of its effectiveness. And in fact, in Caremark, the company, Caremark International had a structured organization in place to ensure compliance with the law. More specifically, Caremark International had regularly run training programs and distributed ethics instructions and checklists to its employees. The board also had reviewed the company’s legal compliance systems even after outside auditors found no material weaknesses in the systems. Therefore, based on these elements, Chancellor Allen concluded that the board had made a good faith attempt to ensure compliance with the law. Therefore, it fair to say that the Caremark case is important because of the principles stated by Chancellor Allen, which epitomized a change in legal thought occurred over the course of thirty years. In fact, in Caremark, the burden on boards to put into place information reporting systems went beyond what originally contemplated in 1963’s Graham, raising the question whether the Chancery Court was deliberately ignoring the earlier Delaware Supreme Court decision. Not only did Chancellor Allen not ignore Graham’s verdict, but he openly questioned whether in 1996 the Delaware Supreme Court still would believe that boards could justify an outdated laissez-passer approach, i.e. not making any effort to ensure they collected information “respecting material acts,

---

events or conditions within the corporation, including compliance with applicable statutes and regulations.”

Chapter 3: Compliance and foreign criminal laws

11. Another useful element that can be taken into account when assessing the general obligation to set up a compliance department is the 2007 UK Corporate Manslaughter and Corporate Homicide Act. Art. 1, par. 3 of the Corporate Manslaughter and Corporate Homicide Act reads as follows:

   “An organisation is guilty of an offence under this section only if the way in which its activities are managed or organised by its senior management is a substantial element in the breach referred to […]”

The wording of the text clearly signals the willingness not to use the role of corporate officers as attribution criterion. It also signals that a different criterion is adopted, namely the fact that the corporate activities can substantially contribute to a crime. Following this approach, an objective factor is used in lieu of arguments based on the alleged role of individuals within their

---

One should not underestimate the relevance of the criterion entailed by Manslaughter, because it may be used to prosecute corporate actors who do not even have a branch office or personnel in the United Kingdom. Because Manslaughter uses an approach that requires an evaluation of an organization’s management and organization, this is likely to increase compliance within corporate groups which do business with the United Kingdom. Moreover, since no specific degree of compliance is put forward, corporate actors are incentivized to adopt the highest level of compliance to pass the scrutiny of British prosecutors. This is very important, as the architecture of the British Manslaughter act marks an important in the long-standing Anglo-Saxon debate on corporate criminal liability. In fact, under English law, the essential problem is that a corporation is granted an independent status by a pragmatic legal fiction which affords an identity to entity which has no physical existence. This is done in order to allow the corporation to assume responsibility and rights in its economic activities and

---

83 Manslaughter, Corporate, and Corporate Homicide Act (2007).
this device has proved extremely useful in encouraging commercial risk taking and entrepreneurial activity. However, problems arise when it is necessary to consider the question of the criminal liability of the corporation, because one of the fundamental precepts of criminal law is that of personal criminal responsibility. The way in which criminal law attributes liability is by ascertaining a guilty mind and a guilty act on the part of the accused. It is difficult to accuse a company of possessing a guilty mind, because it has no personal mind or conscience, and it is guilty of accusing a company of a guilty act, because it is a legal construct without any means of acting on its own behalf. Companies can only act vicariously through the actions of their human employees and representatives, and such individuals possess their own personal criminal responsibility which can be dealt with by the ordinary application of criminal law. Given that the company has no conscience or mind of its own, it has been suggested that the law should look to a senior representative of the company and attribute his or her state of mind to the company itself (s.c. “directing mind” theory). This is a tenuous approach, because it undermines the fundamental rule of personal criminal responsibility, but it has received considerable academic support and comment. The

88 In this respect, one can recall Coffee, J.C., Jr., 1980, “No Soul To Damn: No Body to Kick”: An Unscandalized Inquiry Into the Problem of Corporate Punishment, 79 Mich. L. Rev. 386 with the famous quote of Edward, First Baron Thurlow: “Did you ever expect a corporation to have a conscience, when it has no soul to be damned, and no body to be kicked?”.
traditional starting point in an analysis of the evolution of directing mind theory is the dictum of Viscount Haldane in the civil case, *Lennard’s Carrying Co Ltd v Asiatic Petroleum Co Ltd*⁹⁰. He stated:

“A corporation is an abstraction. It has no mind of its own any more than it has a body of its own; its active and directing will must consequently be sought in the person of somebody who for some purposes may be called an agent, but who is really the directing mind and will of the corporation, the very ego and centre of the personality of the corporation.”

In the case of *H.L. Bolton (Engineering) Co Ltd v T.J.Graham & Sons Ltd*⁹¹, Lord Denning attempted to entrench directing mind theory at the heart of the law for the imposition of civil or criminal liability on companies. Lord Denning stated that companies:

“may in many ways be likened to a human body. They have a brain and a nerve centre which controls what they do. They also have hands which hold the tools and act in accordance with directions from the centre”.

Therefore Lord Denning advocated that the means of determining the mind of the company was to identify its actual human controllers. He argued that a

---

⁹⁰*Lennard’s Carrying Co Ltd v Asiatic Petroleum Co Ltd* [1915] AC 705.
⁹¹*HL Bolton (Engineering) Co Ltd -v- TJ Graham & Sons Ltd*, CA 1957.
company's directors and managers represent the directing mind and will of the company, and that they control what the company does. He concluded that the state of mind of senior corporate officers is the state of mind of the company and that it should be treated by the law as such. Unfortunately, Denning's policy rendered it virtually impossible for corporations of anything other than a very small size to be successfully prosecuted because in most corporations of a significant size the personal responsibility for corporate affairs is divided between a number of directors and senior managers and as a consequence, no single human component of the company is responsible for sufficient of the mens rea and actus reus in order to found a criminal prosecution. The “directing mind” theory was further refined by Lord Ried in the case Tesco Supermarkets vs. Nattra in 1972. Lord Ried observed that:

Normally the board of directors, the managing director and perhaps other superior officers of a company carry out the functions of management and speak and act as the company. Their subordinates do not. They carry out orders from above and it can make no difference that they are given some measure of discretion. But the board of directors may delegate some part of their functions of management giving to their delegate full discretion to act independently of instructions from them. I see

---

no difficulty in holding that they have thereby put such a delegate in their place so that within the scope of the delegation he can act as the company.

The “directing mind” theory, however, was not flawless, as it required complex investigations to identify the “directing mind” within a company, making careful distinctions based on “seniority”, “control” and “autonomy”\(^5\). While this might be easy in the case of a small company, a large modern corporation active in different jurisdictions would typically make the identification process a very burdensome one\(^6\). Ultimately, this would result into an asymmetry of treatment between large companies and small ones. With this in mind, it is evident that the approach embedded in the Manslaughter act is radically different, as it does not even attempt to use the role of corporate officers as attribution criterion. Instead, a different criterion is adopted, namely the fact that the corporate activities can substantially contribute to a crime. Because Manslaughter uses an approach that requires an evaluation of an organization’s management and organization\(^7\), this is likely to increase the pivotal role of compliance within corporate groups which do business with– not necessarily in - the United Kingdom

Chapter 4: Compliance and foreign courtrooms

12. In this respect, one should also recall a 2004 Italian case-law landmark case. In this verdict, an Italian court held a German corporate group, Siemens, not resident in Italy and operating in Italy only through a temporary company grouping (s.c. “associazione temporanea d’impresa”) accountable for criminal offences (namely: bribery) committed in Italy\(^{98}\). Back in 2004, the Italian Supreme Criminal Court stated that Italian criminal laws are applicable to a criminal offence committed abroad if there is any connection with Italy\(^{99}\), even if the connection is not per se a criminal breach, the rationale being that the connection “has to be regarded as a fragment of larger criminal sequence that should not be taken singularly”\(^{100}\). Moreover, the Italian court held the Siemens holding company liable\(^{101}\) even if, not being incorporated in Italy, it had no Italian compliance organization nor programs – these programs are explicitly foreseen

\(^{98}\)In the Siemens Case, the Court of Milan, in its verdict of 28 October 2004, stated that it is almost self-evident that foreigners (both individuals and legal entities), when acting in Italy, shall comply with Italian legislation, regardless of the fact that similar rules exist in their country of origin.

\(^{99}\)One should also recall that, by symmetry, section 4 or Law No. 231/2001 foresees the application of Italian criminal laws – and sanctions - to entities which have their main seat in Italy and commit violations abroad.

\(^{100}\)Italian Criminal Court, Siemens case, Sentence no. 4284/2000.

under the Italian domestic discipline\textsuperscript{102}. One could also wonder what their judgment would have looked like, if the holding company had had in place such risk management programs. More specifically, one might ask whether the existence of these organizations\textsuperscript{103} would have avoided the application of Italian law onto a non-resident company. Another important judgment by an Italian court is the June 13 2007 verdict by the Tribunal of Milano (judge Tacconi), where it was stated that the corporate liability regime foreseen under Legislative Decree no. 231/01 as well as general Italian criminal law is applicable to foreign banks which have no subsidiary in Italy but are active in Italy. Regretfully, also this judgement does not provide any additional element as to the value and comparability of compliance and/or risk management programs adopted by a foreign bank.

Chapter 5: Contents of the Compliance Duty

13. As far as a general duty to establish a compliance department exists, its contents must be examined. As a preliminary remark, one can argue that there are few specifications of this duty, and existing ones only apply to specific topics/industries/businesses, so analogy is the only way to draw a parallel among the the contents of the general duty and those of specific rules. In Germany, for example, specifications are contained in Section 33 of


the Securities Trading Act (Wertpapierhandelsgesetz (WpHG)) or in the Minimum Requirements for the Compliance Function and Additional Requirements Governing Rules of Conduct, Organisation and Transparency (MaComp). Yet, as far as other companies are concerned, there are no specifications for the compliance department. Thus, general principles and elements can be pointed out when assessing the main features of the compliance department. According to Schneider \(^{104}\) compliance is in its essence a three-pronged duty that covers:

- the personal behavioural duties of the board members and company employees;
- the organizational duties of the management bodies, i.e. the duty to set up and manage an organization, a system with the aim to ensure that the company and its employees behave in accordance with the law and other principles, and that breaches and violations are discovered in a timely and efficient manner;
- a breach pre-emption and damage avoidance duty in the hands of the members of corporate bodies, i.e. a duty to avoid legal breaches - and damage deriving therefrom to the company’s value.

With this in mind, it is also worth recalling that the scope and size of directors’ duties are inextricably connected and commensurate to the type and size of the company, as well as on the complexity of the regulatory environment in which it operates. In Germany, this can for instance be deducted from Section 33 of the

WpHG, whose basic rule is that the larger the company and the more likely it is that pursuing its business aims can cause harm to the general public, the more one has to take into consideration the underlying aim and purpose of the WpHG. It should specifically be noted that it is a guiding principle that compliance must be organised in such a way that violations of law can be efficiently prevented.

Chapter 6: The Duty of Compliance and the Business Judgement Rule

14. As we have pointed out earlier in this research, it not always clear whether a corporate board has a duty, in the best interests of and for the benefit of the company, to establish an institution within the company which reveals violations of law and helps to prevent them, as this would be a duty other from those cases in which there is such a specific legal requirement. According to Casper, the duty to establish a compliance department does not involve or require a “business decision” as the establishment of such a department is a non-discretionary and binding legal requirement for certain companies. The discretion only applies at a later stage, as to “how” structure the compliance organization. According to Schneider, even the substantive and specific laws requiring the establishment of a compliance department can be

---

seen as the expressions of a general duty to actually set up a compliance department\textsuperscript{106}. In those cases in which the establishment of a compliance department is a requirement explicitly foreseen by the law, if the board – in Germany it is the management board - breaches the duty to establish a compliance department or to provide it with sufficient personnel, non-cash resources or competences, it may become liable towards the company. This requires, however, that it should be proved that the company has suffered damage as a result of this breach. Moreover, in Germany it is also controversial\textsuperscript{107} whether the members of the management board may be able to invoke the so-called “business judgment rule” under Section 93(1) cl. 2 of the AktG to avoid such a liability. According to such rule, managerial conduct cannot be judicially reviewed, when four prerequisites are fulfilled:

i. A business decision was taken (“unternehmerische Entscheidung”);

ii. The decision was taken in the best interests of the corporation (“zum Wohle der Gesellschaft”);

iii. The decision was taken in good faith, or, closer to the wording of the provision, the person could reasonably believe (“vernünftigerweise annehmen durfte”) that it was a business decision taken in the best


interests of the corporation, which implies that the person must be unbiased and has no conflicts of interests; and

iv. The decision was reached based on appropriate information (angemessener Information) or, put more generally, an informed decision was taken.

According to Casper, the “business judgement rule” cannot be invoked in those cases in which the establishment of a compliance department is a non-discretionary act that stems from a precise legal requirement. This is different from the decision as to how shape and organize the compliance department – a decision for which there is no strict and specific legal requirement. In this regard, therefore, the business judgment rule is applicable and may protect the management board if all the other prerequisites for the protection are present.

Chapter 7: Requirements of the Compliance Department

15. Arguably, a key requirement for the compliance organisation, is its independence. For the Basel Committee on Banking Supervision, considering compliance in a bank, this means that: “the compliance function should have a formal status within the bank. Second, there should be a group compliance officer or head of compliance with overall responsibility for co-ordinating the management of the bank’s compliance risk. Third, compliance function staff, and in particular, the head of compliance, should not be placed in a position where there is a possible conflict of interest between their compliance
responsibilities and any other responsibilities they may have. Fourth, compliance function staff should have access to the information and personnel necessary to carry out their responsibilities”

108. Because the compliance organisation has to be independent, it should be organised as a separate department. In this respect, it is important to distinguish between the **separation from operative departments** and **separation from the board**. Some countries have a **dual board** structure, common in Germany but also used in other European and Asian countries, foreseeing a structure of corporate governance in which shareholders (and often workers) elect members of a supervisory board, which then appoints and supervises a management board.

16. As far as independence from operative units/departments is concerned, the compliance department should be separated from the operational part of the company’s business activities. Moreover, this does not preclude the fact that the compliance department can be combined with other, already existing departments also matching the same separation principle. It is also important to recall that compliance may not always be concentrated in the compliance department, but can be allocated in a variety of corporate functions. As the Basel Committee on Banking Supervision noted back in 2005: “Not all compliance responsibilities are necessarily carried out by a “compliance department” or “compliance unit”. Compliance responsibilities may be exercised by staff in different departments. In some banks, for example, legal and compliance may be separate departments; the legal department may be

responsible for advising management on the compliance laws, rules and standards and for preparing guidance to staff, while the compliance department may be responsible for monitoring compliance with the policies and procedures and reporting to management. In other banks, parts of the compliance function may be located within the operational risk group or within a more general risk management group. If there is a division of responsibilities between departments, the allocation of responsibilities to each department should be clear. There should also be appropriate mechanisms for co-operation among each department and with the head of compliance (e.g. with respect to the provision and exchange of relevant advice and information). These mechanisms should be sufficient to ensure that the head of compliance can perform his or her responsibilities effectively. The compliance organization can be combined with the legal department, provided it is separate from the company’s operations as well. The controlling department is also frequently quoted as an alternative match. Compliance officers may end up holding dual roles in their company. Where the compliance officer holds a role such as Legal Counsel or Head of Internal Audit or is a qualified or chartered

109http://www.bis.org/publ/bcbs113.pdf.
professional such as an attorney or accountant, there is the possibility that a clash will occur between her/his professional obligations and duties to the company as a compliance officer. For example, such employees will have a heightened fiduciary responsibility to raise concerns and uphold a public interest requirement.

17. As far as independence from the management board is concerned, because of the fact that the compliance department must be subordinated to the management board, it can be said that the compliance department should not be subordinated to any other employees of the company. By contrast, it is not necessary that there is an independent position, free from instructions received from the management board. This follows from the fact that it is a specific management duty of the management board to ensure compliance with the law within the company, which can then be delegated to the compliance department¹¹¹ (but without the management board losing its duty nor its responsibility as a collegiate body: “Compliance ist eine Fuehrungsaufgabe, von der sich der Vorstand nicht befreien kann”¹¹²). In this respect, the recent Neubuerger judgement by the Regional Court of Munich¹¹³ clarified that according to the Regional Court of Munich, the board may not delegate the implementation of

¹¹³ Regional Court of Munich, decision of December 10, 2013, file no. 5 HK O 1387/10, “Siemens” - case / decision published end of March 2014.
the compliance system\textsuperscript{114} in detail to a lower level ("division managers")\textsuperscript{115}. More specifically: the board must check out for itself whether and how the compliance system is implemented and whether it is appropriate and functional.

18. A controversy on the independence of the compliance department, in particular of the company compliance officer (CCO), could arise. In fact, if the criterion of independence is stretched to its limit, the CCO's independence could be meant not only in regard to the subsidiary levels within the company, i.e. all operative departments or divisions of the company, but also vis-à-vis the management board. If this line of reasoning is applied, either protection from

\footnote{\textsuperscript{114}In the case in question, Siemens, a globally active company brought an action for compensation against a former member of the board due to a breach of duty. Employees of the plaintiff had created and managed so called “black accounts”. The money had been used for bribe payments abroad, totalling several millions. These pay-ments led i.a. to a supervisory proceeding subject to stock exchange law in the USA and to a criminal proceeding against the plaintiff in Germany. At home and abroad, fines running into billions have been imposed on the plaintiff. For the internal investigations on the system of black accounts, the plaintiff engaged a law firm after its discovery. Siemens justified its claim for compensation by stating the board (negligently) breached its duty to ensure a lawful behaviour of the company. The defendant as board member did not ensure that the company establishes an efficient compliance system with preventive effects, which is actually applied and controlled. The board member defended himself against the claim for damage i.a. on the ground that the compliance system was not part of the board department under his responsi-bility. He had adopted for his department corresponding directives to prevent dubious payments. Division managers were responsible for the practical implementation. The court accepted the arguments of the applicant company. The court sentenced the board member to pay compensation in the amount of in total EUR 15 m. including law-yers’ fees in the amount of EUR 12.85 m. although the board member concerned nei-ther knew the system of black accounts nor knew the corrupt payments and was just one of ten board members at that time.}

dismissal or no profit-related compensation could be envisaged for the CCO and the compliance department in order to protect him from retaliations resulting into job loss or salaries discretionality\textsuperscript{116}. On this note, back in 2005 also the Basel Committee on Banking Supervision highlights that: “The independence of compliance function staff may also be undermined if their remuneration is related to the financial performance of the business line for which they exercise compliance responsibilities. However, remuneration related to the financial performance of the bank as a whole should generally be acceptable”\textsuperscript{117}.

Chapter 8: Management Board, Supervisory Board and the Compliance Department

19. Besides the issue of the compliance department’s independence and its status vis-à-vis the management board, it is also important to examine the mutual interaction between the management board and the compliance department. In fact, despite the need to safeguard the department’s independence, this does not mean that it can always act without following the direction of the management board. This aspect is particularly clear when one considers the fact that at the heart of the compliance department is the need to retrieve and analyse information flows. Indeed, the compliance department must have access to the necessary information flows within the company in


\textsuperscript{117}\url{http://www.bis.org/publ/bcbs113.pdf}
order to perform its task in an effective way. But this does not mean that, at any
time, it is in a position to gain access to all information or to interrogate
employees in the company. In principle, as a staff department, the compliance
department must follow the directions of the management board. In fact, the
management board may give the compliance department permission to
permanent access to particular information systems and the right to an
anticipated interrogation of employees. Also in this case, access to information
should be commensurate to the nature of the company. Indeed, the recently
released ISO 19600 standard on compliance management systems\textsuperscript{118} lists several
examples of collection methods\textsuperscript{119} and specifies that “\textit{there are many methods for
collecting information. Each method listed below is relevant in different circumstances
and care should be taken to select the variety of tools appropriate to the size, scale,
nature and complexity of the organization}”.

20. Another important element necessary to examine the role of the
compliance department in the context of corporate governance is its
relationship with the body entrusted with supervisory activity. As recalled
supra under par. 1, in Germany this body is the supervisory board, while in

\textsuperscript{118}\url{http://www.iso.org/iso/catalogue_detail.htm?csnumber=62342}

\textsuperscript{119} Examples of information collection include: – ad hoc reports of noncompliance as they
emerge or are identified; – information gained through hot lines, complaints and other
feedback, including whistle blowing; – informal discussions, workshops and focus
groups; – sampling and integrity testing, such as mystery shopping; – results of
perception surveys; – direct observations, formal interviews, facility tours and
inspections; – audits and reviews; – stakeholder queries, training requests and feedback
provided during training (particularly those of employees).
Italy this role is embodied by the “Collegio Sindacale”. According to Casper, three questions arise. First, in what amount of detail does the supervisory board have to monitor the effective establishment of a compliance department? Secondly, to what extent does the supervisory board have to perform examinations or investigations, e.g. in the form of random checks, to monitor the efficiency of the work of the compliance department? Lastly, do individual infringements of law provide a reason for investigations by the supervisory board itself or can it rely on the fact that the management board, through intermediation by the compliance department, is pursuing such infringements?

21. If the management board has not established a compliance department because a decision has been made that it is unnecessary in respect of the current circumstances of the company, the supervisory board has to examine independently within the framework of a risk analysis, whether a formal compliance organisation is really dispensable. This is part, in fact, of the general duty to examine the company organisation foreseen for the supervisory board or its equivalent. For instance, pursuant to art. 2403 of the Italian Civil Code: “Il collegio sindacale vigila [...] sull’adeguatezza dell’assetto organizzativo [...] adottato dalla società e sul suo concreto funzionamento”, i.e. the “Collegio Sindacale” (equivalent for many tasks to the German supervisory board) has supervisory duties regarding the adequacy of the company’s organization, and its actual functioning”. This supervisory duty does not only entail formal checks, but also

---

reviews of the actual organization\textsuperscript{121}. It is commonly maintained that the compliance department’s staff shall generally not be involved in the activities they monitor. However, a combination of the compliance function with other control units at the same level (such as money laundering prevention) may be acceptable if this does not generate conflicts of interests or compromise the effectiveness of the compliance function. Combining the compliance function with audit functions shall generally be avoided as this is likely to undermine the independence of the compliance function because audit is charged with the oversight of the compliance function. However, for practical reasons (for example, decision making), and in certain circumstances (for example, in investment services providers of only two persons), it may be more appropriate to have one body responsible for both functions. Whether staff from other control functions also performs compliance tasks, shall also be a relevant consideration in the determination of the relevant number of staff necessary for the compliance function. With this in mind, in Italy it has been pointed out that the fact that the Italian Collegio Sindacale can coincide with the Compliance Department (Organismo di Vigilanza) is legally problematic\textsuperscript{122}. In fact, not only are the functions of the compliance department and the Collegio Sindacale different in their nature, but the Collegio Sindacale is regarded as a potential addressee of white collar crimes (such as those foreseen under Art. 2368 of the Italian Civil Code). Moreover, it has been pointed out earlier that the


management board is no assistant public prosecutor ("Hilfsbeamter der Staatsanwaltschaft"), whereas in Italy the Collegio Sindacale can be\textsuperscript{123}. Hence, it is controversial what happens in those cases in which the Compliance Department coincides with the Collegio Sindacale, and whether the latter loses its status of guarantor of enforcement or the status of guarantor is extended to the Compliance Department\textsuperscript{124}.

22. If a compliance department has been established by the management board, then the examination task of the supervisory board has several focal points. First, the supervisory board has to examine the mutual relation between the management board and the compliance department, i.e. whether the management board monitors the compliance department and complies with the guidelines which it has set up itself. For instance, the supervisory board may want to check that the head of the compliance department (CCO) reports at least monthly to the management board. Secondly, the supervisory board has to examine whether the compliance department adheres to the policies for its work set up by the management board (i.e. its actual functioning and not merely its formal existence). Additionally, the efficiency of the compliance department has to be examined\textsuperscript{125}. In regard to the degree of detail of the


monitoring by the supervisory board, it is guided by several factors; apart from the size of the company, it must consider how frequently violations of law have occurred in the company and which risk level is associated with the type of business in which the company is involved. However, as a general rule, the supervisory board cannot be required to investigate on a random basis whether violations of law have been committed within the company\textsuperscript{126}. Such random investigations would jeopardise the trusting cooperation between the management board and the supervisory board. The report of the management board is the sole source of information for the supervisory board which, again as a general rule, may rely on its accuracy, as the management board is obligated to utmost honesty in their relationship with the supervisory board. Some commentators argue in favour of an extensive right of the supervisory board to gather information\textsuperscript{127}, particularly a right to interrogate employees in the absence of the management board, although this may negatively affect the working atmosphere and the trusting cooperation between the management board and the supervisory board. A direct line of authority from the supervisory board towards either the compliance department or employees of the company can only be justified if actual suspicious circumstances exist, and the management board or the compliance department are not trying to clarify the situation. It is, however, recommended, as an initial step, that the supervisory board has to ask the management board first to invite the head of the


compliance department to a meeting of the supervisory board in order to receive a direct report from the compliance officer regarding compliance activities within the company. However, a duty of the compliance officer to report to the supervisory board does not exist in principle. The only exception to this would be if the management board as a whole was involved in breaches relating to compliance issues. Whereas the supervisory board may normally be satisfied with receiving periodic reports from the management board, the supervisory board may initiate further investigations if there are discrepancies in the reports, or if the reports contain details about an accumulation of incidents relevant to compliance. More stringent standards for the examination may be applied to such members of the supervisory board who have previously held a mandate within the management board and as a result of that have special knowledge\textsuperscript{128}.

23. Whose is the responsibility to monitor the compliance department? The answer to this question is a tricky one, as each jurisdiction varies - sometimes significantly. In Italy, for instance, the compliance department’s functions can be attributed to the “Collegio Sindacale”, and indeed this is a frequent practice for small companies. The Collegio Sindacale shall be appointed by the Board of Directors (Consiglio di Amministrazione), as a collegiate body (i.e. not just one or some of its members), and this appointment is not considered an element that undermines the “Collegio Sindacale”’s own independence. Moreover, the

very fact that the Collegio Sindacale carries out the activities of a compliance department excludes that it can monitor it. In German literature, it is asked for example whether the monitoring of the compliance department can be delegated to the Audit Committee, a committee whose establishment is not mandatory, but permitted - and even recommend. The duties of the Audit Committee include, inter alia, questions of compliance. If the supervisory board delegates questions of compliance to the Audit Committee, the duties explained above are transferred to that committee. In such a case, the members of the supervisory board as a whole, who are not part of the Audit Committee, are freed from these duties as they have no duty to act. According to Section 107(3) No 4 of the AktG, the duty of the remaining members of the supervisory board in that situation is limited to monitoring within the framework of the frequent reports of the committee to the plenum as a whole. Corporate responsibility for the task of control rests with the supervisory board as a collegiate body¹²⁹.

Chapter 9: Compliance Officers and Liability

24. Having analysed the contours of the compliance department’s duties and its status relative to other bodies within the company, also the liability of the compliance officers should be considered. As a preliminary remark, there is no

standard description as responsibilities will depend on the context and the needs of the company. In many cases, the role of compliance officers within organisations is still being defined\textsuperscript{130}. The position of the compliance officer could involve policy owning responsibilities, such as ensuring that controls are in place, managed appropriately and complied with, or the compliance officer may be a voluntary, supportive part-time role with the employee simply acting as a local point of contact. Many factors influence an compliance officer’s exposure to personal liability. While all employees have a responsibility to abide by the law and the terms and conditions of their employment contract (whether that be written or not), it is not always the case that employees understand their responsibilities (documented or assumed), nor their potential exposure to personal risk and liability. Furthermore, the spectrum of employees carrying out the compliance officer role is likely to include those with specified professional duties, e.g. accountants and lawyers, and/or varying seniority. The obligations imposed by their professional body or their “officer status” in the company will influence the liability context within which these individuals work. Also, some job titles are significant. For example, ombudsman and auditor can be defined in some jurisdictions as technically and legally specific roles and this will determine their legal responsibilities and privileges etc. Finally, liability can be prescribed because of particular duties assigned specifically to the compliance department officer role. For example, in the US,

compliance officers in the securities industry are more exposed to the risk of personal liability if they have supervisory duties rather than solely a monitoring role. In some jurisdictions, legal liability may be formally “delegated” to senior employees in their employment contract. In practice employment contracts are not always updated to reflect a new role or evolving responsibilities and the accompanying changes in liabilities. In some jurisdictions (for example France and Germany), the Board or a senior officer of the company may, in a separate written document, formally set out a senior employee’s delegated duties and authorities with accompanying legal and criminal liabilities. The delegee can further delegate his/her powers, but not the associated liabilities. Where delegations of authority and duties have been formally made, and an employee is acting within the scope of their duties, the employer would generally be expected to be vicariously liable for a wrongdoing, together with the employee.

25. In 2008, the Head of Internal Audit and Legal at a public cleaning service company, “BerlinerStadtreinigung” (owned by the State of Berlin), was convicted for failing to act on evidence of customer overcharging. When he became aware of the systematic overcharging, in the region of some €23 million, he informed a member of the company’s board, who instructed him not to correct the error. The German Bundesarbeitsgerichtshof (Federal Supreme Court) convicted and imprisoned the Head of Internal Audit and Legal on the basis that he had assisted fraud by failing to act, i.e. to take his concerns to a higher

131 BGH 5 StR 394/08.
level. In another case in November 2011, the UK’s Financial Services Authority (FSA) imposed a fine of £14,000 on a compliance officer at a hedge fund management company (Dynamic Decisions Capital Management). She had failed “to challenge a colleague, [and] investigate and act on the information she received” following concerns raised by investors around the sale of a bond. The FSA concluded that she “did not engage with her responsibilities...and therefore failed to act with due skill and care” and neglected “to understand the importance of her role and the wider regulatory obligations it brings”.

26. With a view to the case recalled in the previous paragraph, the German Bundesgerichtshof (Federal High Court of Justice) expressly stated that a compliance officer (not at board level) is obliged to avert criminal acts committed by employees of the organisation to the detriment of third parties. In fact it is not the compliance officer’s primary duty to protect the company from attacks and damages, as is the case, for example, with auditing (preventing breach of trust and embezzlement at the company’s expense) and measures for the protection of security of the works (preventing unauthorized persons from entering). Rather, compliance’s duty – and, therefore, the employees’ duty who work in that area – is the prevention of illegal acts having effect within the company (e.g. violation of regulations for the protection of employees) and outside of the company (e.g. cartel agreements or the use of company computers to exchange child pornography). The compliance officer

132 The court stated that “the duty of a Compliance Officer is to prevent infringements of the law, especially crimes, which are conducted out of the company. Such Officers regularly have a duty to act according to sec. 13 Penal Code”.
can also take on additional tasks, such as a data security, money laundering or an export control officer\textsuperscript{133}. By accepting these duties compliance officers assume a special legal position, which distinguishes them from the other employees within the company. In the United States, the specific monitoring or supervisory duties of non-board member compliance officers actually varies by industry. Presently, compliance officers in the securities industry are the most heavily regulated\textsuperscript{134}. They make up a very unique subset of the compliance activity in the US, so it is difficult to say whether the guidelines provide an indication of where the law of personal liability for other compliance officers might head, but following them may minimise their risk of personal liability under US law. Then again, securities firms are required by law to have chief compliance officers with primary responsibility for administering those policies and procedures designed to prevent violations of the applicable securities laws and regulations. The SEC is authorised to sanction securities firms and their officers for failing to reasonably supervise another person who is subject to their supervision. However, two things are worth noting. Firstly, in order to address concerns about the scope of personal liability, having the title of chief compliance officer does not, in and of itself, carry supervisory responsibilities\textsuperscript{135}. They have to be formally assigned. Secondly, even where compliance officers are deemed to be “supervisors”, US regulation states that


they will not be deemed to have failed to reasonably supervise another person if they had reasonably discharged their supervisory responsibilities in accordance with the correct procedures\textsuperscript{136}. The SEC’s stated intent is that the monitoring role of a chief compliance officer does not itself subject the officer to liability.

**Chapter 10: Compliance and Whistle-blowing**

27. When investigating the scope of activity of a compliance department, it is important to examine whistle-blowing, arguably a key component of compliance systems. The starting point of any argument on the interplay of compliance and whistle-blowing is the importance of information within the company (and the group). Access to information is explicitly mentioned by art. 6, par. 3 of Directive 2006/73/EC of 10 August 2006 implementing Directive 2004/39/EC of the European Parliament and of the Council: “as regards organisational requirements and operating conditions for investment firms and defined terms for the purposes of that Directive in order to enable the compliance function to discharge its responsibilities properly and independently, Member States shall require investment firms to ensure that the following conditions are satisfied: (a) the compliance function must have the necessary authority, resources, expertise and access to all relevant information [...]”. Moreover, according to the Basel Committee on Banking Supervision, “The compliance function should have the right on its own initiative to communicate with any staff member and obtain access to any

The compliance function should be able to carry out its responsibilities on its own initiative in all departments of the bank in which compliance risk exists. It should have the right to conduct investigations of possible breaches of the compliance policy. The compliance function should be free to report to senior management on any irregularities or possible breaches disclosed by its investigations, without fear of retaliation or disfavour from management or other staff members. Although its normal reporting line should be to senior management, the compliance function should also have the right of direct access to the board of directors or to a committee of the board, bypassing normal reporting lines, when this appears necessary. Gathering information, thus, is the first element of any compliance department’s activity, and this is where whistle-blowing fits into compliance. Through whistle-blowing, informants may report (putative) violations of law, usually anonymously. The advantage of an anonymous whistle-blowing-system is the greater willingness of the law-abiding employee to reveal violations of law, as he or she does not have to fear retaliations by superiors or by colleagues on whom he or she has been “dobbed in”. On the other hand, the disadvantages are palpable: an anonymous system carries an inherent danger of denunciation as a phenomenon, with an increase in reputation risk for corporate players. Two formats of whistle can be distinguished. In external whistle-blowing systems

137[http://www.bis.org/publ/bcbs113.pdf](http://www.bis.org/publ/bcbs113.pdf)
the informant may reveal himself to an authority that is outside the company and usually public. For this purpose, examples from the USA include: the False Claims Act 1863 (also indicated as Lincoln Law), Section 802 in conjunction with Section 301 of the Sarbanes-Oxley-Act of 2002\(^\text{139}\) in connection with violations of the accounting principles or more recently the Dodd-Frank Act of 2010 with its reward for whistle-blowers, if, due to the information, a fine is successfully imposed. Internal whistle-blowing systems essentially allow employees to report violations of law by colleagues or superiors to a central body within the company without disclosing the identity of the informant to the suspect. Thus, on the one hand, there are systems in which the informant remains completely anonymous while on the other hand there are those in which he or she has to identify him- or herself to the whistle-blowing body, which treats the personal details of the informant as confidential and, in particular, does not disclose them to the suspected persons.

28. In this respect, one cannot help noting that the US approach is significantly different from most European solutions developed so far. The definition of “whistleblower” outside of the United States is itself a subject of debate. For the past two decades, the US has attached whistleblower protection provisions to most law bills in which federal dollars is spent, or which are intended to protect the public from financial loss, nuclear radiation, aviation

---

\(^{139}\)Section 301 of SOX requires audit committees of companies listed on a stock exchange to establish “procedures for the receipt, retention and treatment of complaints received by the issuer regarding accounting, internal accounting controls or auditing matters, and the confidential, anonymous submission by employees of the issuer of concerns regarding questionable accounting or auditing matters”.
disasters, unsafe trucks on the road, and a wide variety of other harms. For most of the federal whistleblower statutes, the U.S. Department of Labor is assigned to investigate and make findings, and thereafter either the whistleblower or the employer may appeal the decision administratively, and more often, judicially. Instead of this type of US comprehensive whistleblower protection approach, most European Union nations have only a patchwork of whistleblower protections found in employment, criminal, media, and anti-corruption laws, and whistleblowing is mostly permitted but not compulsory. Moreover, adopting a whistleblowing policy may require prior approvals\textsuperscript{140}, and so far the hypothesis has not been rightly posited that a whistle-blowing system is a necessary part of a compliance system.

\textbf{Chapter 11: Whistle-blowing and conflict with other legal obligations}

29. An interesting aspect of whistle-blowing as a possible part of compliance is the fact that it can entail \textbf{conflicts with other obligations}, both general ones and substantive ones. As far as general obligations are concerned, it should be asked for instance whether adopting a whistle-blowing policy could ultimately result into a violation of the general obligation for corporate directors to protect

the company’s reputation from potential damage\textsuperscript{141}. In this respect, an external whistle-blowing system is usually accompanied by damage to the reputation of the company with potential investors, potential employees and rating agencies. It is the obligation of the management board to prevent such damage within the framework of its general management task. In Germany there would only be an obligation, based on Section 93 of the AktG, if the advantages of anonymous whistle-blowing exceeded the detriments.

30. As far as conflict of whistle-blowing with substantive obligations is entailed, data protection law is perhaps the most challenging area. Conflicts can arise in a single jurisdiction, where compliance obligations faces limits imposed by the same country’s data protection laws, but even more at cross-border level, where compliance-related information flows collide with one or more data protection regulations\textsuperscript{142}. Unsurprisingly, some of the most interesting case-law originated from US compliance-related information gathering schemes and their conflict with the data protection laws of the host country of an affiliated company of US corporate group. More in-depth analysis will be provided in Part II (Chapter 6, par. 30) of this research, covering corporate groups.


Chapter 12: Compliance and MiFID

31. So far, this research has dealt with the compliance obligations embedded in general law prescriptions, i.e. with the “if” question: is there such a thing as a compliance duty and, if so, what are its contents? Earlier in this research, it has been demonstrated that a duty of compliance does indeed exist for boardrooms, although usually some degree of discretion is granted to boardrooms as to how match this duty – the “how” question. Along with compliance duties deriving from general obligations, specific compliance duties for particular industries can derive from substantive laws, which also provide detailed prescriptions as to how compliance should be implemented.


instruments (Level 1). This was completed with the enactment by the European Commission of the second level directive 2006/73/CE and EC regulation 1287/2006 (Level 2), both containing the detailed rules for the implementation of the first level directive: Directive 2006/73/CE, which refers to the requirements of the organization and the terms of use of the activity of investment companies. Following the creation of this regulation, and before January 2011, the Committee of European Securities Regulators (CESR) began the process of drawing up and disseminating interpretations, positioning and guidelines, and promotes the comparison between regulators, operators and relevant associations (Level 3). After January 2011, ESMA (European Securities and Market Authority) the new independent European authority continues the CESR plans.
Part II
Compliance in a cross-border corporate group

“...Whoever operates in Italy – individual or corporate entity – has to respect Italian law. Here an administrative offense is imputed to a foreign corporation connected to a crime made in Italy. The jurisdiction is Italian, even if the corporation adopted a compliance program in a foreign context. If a corporation does not adopt a compliance program, it is not per se illegal. Its relevance is on the corporation’s culpability.”.

Judge Mannocci, Siemens case

***

Chapter 1: Group Compliance in the pre-“Compliance Era” Case Law

0. As a preliminary remark, as acknowledged among others by a long scholarly debate, a corporate group as a conjunction of a number of companies does not have a legal status but only represent an economic unit, so the addressees of statutory provisions to be complied with are the individual companies as separate legal persons. This, however, does not mean that a parent company has no duties vis-à-vis the rest of the group as explained


more in-depth infra. With this in mind, the famous Supergun landmark case of 1996 can perhaps be mentioned as a lead case about compliance and cross-border corporate groups147. Back in 1996, the Swiss criminal court condemned board members of a Swiss parent company (group holding) in a case where its subsidiaries violated arms control norms148. Interestingly, the key argument upheld by the court was not that the board members of the parent company were culpable of illegal arms export, nor that they showed some sort of complicity with the group subsidiaries149. Rather, the court held the parent company board responsible for not having put in place a group-wide reporting and control system that would have allowed the parent company’s board to detect suspect behaviour at the level of subsidiaries. With a view to the above, the Supergun case can arguably be further un-packed into four key questions:

i. Does the status of controlling/parent company within a corporate group entail specific compliance obligations for its board?

ii. What are the contents and the scope of such obligations?

iii. How are the obligations implemented group-wide?


iv. What are the limits imposed on group-wide compliance duties by legal obligations stemming from other law provisions affecting individual companies which are part of a group? If there are situations of two obligations imposed simultaneously, which obligation would rank senior?

Chapter 2: Cross-border complexity (Introductory Remarks)

1. As illustrated earlier in Part I of this research, compliance indisputably already poses critical challenges for single, stand-alone companies operating just in their home jurisdictions. The famous French statesman Charles De Gaulle famously asked “How can you govern a country which has 246 varieties of cheese?”. This witty sentence maintains much of its validity also in fields other than cheese: legal diversity – and complexity – are an inherent element of the global landscape, and pose great challenges to international corporate players. In a globalized corporate landscape, where suppliers and clients are all across the globe, the complexity – and the costs - of compliance challenges increases immensely. The expansion of the EU, the exponential growth of digital services, the rise of new market economies following the collapse of Soviet communism, and the opening up of China to foreign investment are just some of the better-known phenomena that have been experienced in recent years. How and to what extent do cross-border operations affect corporate compliance? Cross-border business, no doubt, increases the challenges of corporate compliance. Today, many of the markets targeted by “global”
corporate players are outside their “home” jurisdiction. A 2006 survey\textsuperscript{150} by the Economist Intelligence Unit revealed that over one-third of survey respondents say they answer to ten or more regulators, and over three-quarters report to four or more. Siemens is a good example of this complexity: a global powerhouse with activities in nearly 190 regions, it has 336,000 employees working at 1,640 locations around the globe. A bank like Deutsche Bank\textsuperscript{151}, operating in 74 countries, faces more than 350 regulatory exams a year. Moreover, today’s world is populated by corporate groups, rather than isolated business ventures. Management, too, is increasingly responsible for activities on an international basis. Its horizons are no longer limited by national or local considerations, but by “transnational” ones. With a view to corporate compliance, arguably one of the key challenges for compliance officers of internationally active companies is whether regulatory convergence will prevail, or divergence. In a November 2013 speech, Andrew Ceresney, Co-Director of the US SEC Division of Enforcement, noted that in 2013, the SEC, the US Department of Justice, and the US Federal Bureau of Investigation hosted a first of its kind Foreign Bribery and Corruption Training Conference\textsuperscript{152}. Representatives from over 50 law enforcement and regulatory agencies from 30 different countries attended the conference during which the attendees shared


\textsuperscript{152} The opening speech of the conference is available online at: \url{http://www.sec.gov/News/Speech/Detail/Speech/1365171492212#.VKgVK3te-6s}
information on enforcement and investigatory techniques, all with the goal of enhancing the enforcement of the (Foreign Corrupt Practices Act (FCPA) and other international anti-corruption laws. Moreover, enforcement agencies share their findings more often with their foreign peers, although substantial differences in approach still exist. Indeed, while it is commonly acknowledged that initiatives to foster greater cooperation among states are more common today than in the past, it is also true that the never-stopping production of new laws by different state actors inevitably results in greater complexity\textsuperscript{153}.

2. The concept of a company carrying on business in several countries is far from new. After all, the Dutch East India Company (the “Verenigde Oost-indische Compagnie”), founded in 1602, is often considered as the first true multinational corporation. From the 17th to the 18th century trading companies such as the Dutch East India Company (and its British counterpart, the East India Trading Company) acted on behalf of European governments in Asia. By 1750, the Dutch East India Company employed around 25,000 people and was doing business in 10 Asian countries\textsuperscript{154}.

3. Internazionalization has increased enormously in developing and transition economies in recent years. Current statistics convey an impressive message: according to the United Nation's World Investment Report of

\textsuperscript{153}According to a presentation by law firm Norton Rose, over the past two years the following states enacted new anti-corruption laws: Canada, Messico, Brazil, India, Ireland, Spain, India and Russia.

2010:“[...] the global crisis has not halted the growing internationalization of production. The reduction in sales and in the value-added of foreign affiliates of transnational corporations in 2008 and 2009 was more limited than the contraction of the world economy. As a result, foreign affiliates’ share in global gross domestic product (GDP) reached an historic high of 11 per cent. Transnational corporations’ foreign employment increased slightly in 2009, to 80 million workers. The rise of developing and transition economies is apparent in international production patterns. These economies now host the majority of foreign affiliates’ labour force. In addition, they accounted for 28 per cent of the 82,000 transnational corporations worldwide in 2008, two percentage points higher than in 2006. This compares to a share of less than 10 per cent in 1992, and reflects their growing importance as home countries as well."

4. Moreover, companies operating trans-nationally are often part of a corporate group or conglomerate, where they act either as parent/holding company or as subsidiaries. More specifically, “national” multinationals usually have a single parent company of a particular nationality, whilst “international” multinationals have two or more controlling parents of different

nationalities\textsuperscript{158}, but this description relates only to the legal structure and does not describe either the commercial activity of a group or the underlying decision-making structures\textsuperscript{159}. Arguably, limited liability is a crucial driver of corporate group architectures, because it becomes a matter of strategic policy how the firm is to be structured in a legal way. Incorporation does not only offer dispersed shareholders limited liability, but the regime is also available to a parent corporation that is sole shareholder in its incorporated subsidiaries – although as discussed \textit{infra} this principle finds several exceptions. Limited liability provides the possibility to structure a firm as a corporate group\textsuperscript{160}. Groups are ubiquitous in the corporate landscape, as they provide two corporate architectural benefits to parents: first, with the decision of the parent company to incorporate each risky business\textsuperscript{161} in a separate corporation, it compartmentalizes the risks of each individual business into a subsidiary corporation\textsuperscript{162}. With this, the individual subsidiary corporations could be shielded from damage claims that may arise from the activities of any of the other subsidiaries\textsuperscript{163}. Second, as a shareholder, the parent company needs not to


provide additional capital in the case that one of its subsidiaries is confronted with a damage claim that more than erases all of the equity of the subsidiary. Given the fact that limited liability compartmentalizes subsidiary risk and protects the parent, it affects the way in which the parent chooses to control her subsidiaries. Compartmentalization makes it less necessary to control risks on the parent level as it will be in the case of one corporation. It is even the other way around: risky activities will be stimulated, because limited liability insulates the other subsidiaries and the parent. In a corporate group the result is a higher level of investment in risky activities in subsidiary corporations than in the unincorporated group. Limited liability affects the allocation of decision rights between parent and subsidiary. If the parent compartmentalizes business risks in corporate subsidiaries, it will not matter to her from a liability perspective whether decision rights stay at the level of the subsidiary board or will be brought to lower levels within the subsidiary corporations. To the parent it will not matter at what level in the subsidiary corporation a tortuous act is committed. In the absence of strong compliance prescriptions, although liability may flow upwards via a vicarious liability rule, it would halt at the level of the board of the subsidiary. As a matter of fact, corporate groups have the possibility to deploy different economic functions in

---

a variety of jurisdictions. Cash management functions can be concentrated in one specific country, whereas intellectual property assets (patents, copyrights, trademarks, etc...) in another one, and so on. The services rendered by these “specialized” companies to the group are rolled over to other group companies through ad hoc service agreements. Furthermore, several group companies may be located in parts of the world where the potential size of the market may not even be matched by well-developed legal infrastructure.

5. The use of group structures and cross-border activity amplify the level of complexity of the global corporate landscape, as different countries very often have their own different rules, sophistication levels or pace of reform\textsuperscript{168}. Thus, the question arises whether the set of legal duties imposed in a specific jurisdiction is limited only to the relevant company or should be observed group-wide\textsuperscript{169}. In Germany, for instance, there have recently been two antitrust law cases, in which it has been discussed whether a foreign parent company is subject to a duty to install organisational measures within the German subsidiary companies\textsuperscript{170}.

\begin{footnotesize}
\begin{enumerate}
\end{enumerate}
\end{footnotesize}
Chapter 3: Group-wide compliance as part of a group-wide management duty?

6. In this chapter, the issue will be examined whether there is such as a thing as a group-wide duty of compliance, and, if so whether this duty is part of a group management duty. In fact, earlier in this research, we have ascertained for the stand-alone that the duty of compliance is part of a duty imposed on the board. Now, as we do not deal with a stand-alone company but with corporate groups, we set out to examine whether an analogy is possible. First, it should be defined what the management duty (in Germany this would be the “Leitungspllicht”, in Italy it would be the “principio di corretta amministrazione” enshrined in the Italian Civil Code) looks like. Although the group management duty\(^\text{171}\) is not defined explicitly, the tendency to infer the existence of a group-wide management duty from the peculiar nature of the group holding/parent company arguably represents a key element in the whole discussion about compliance within corporate groups.

7. First, it should be noted that the parent company – especially if its sole or predominant business is to manage its subsidiaries - carries out its business through the affiliated companies, and therefore in the German scholarly debate its board’s management duty can be deemed to include affiliated companies as well\(^\text{172}\). However, as we will point out more in-depth infra, extrapolating the

---


existence of a group management duty from the fact that a parent company acts through its affiliated company is not always accepted as a valid reasoning, and the Italian Supreme Court requires further elements to hold the parent company liable for the group.

8. Second, depending on the actual relationship between the parent company and its subsidiaries, further elements can be put forward to demonstrate the existence of a management duty of the former vis-à-vis the latter companies. For instance, to the extent a parent company does not just set high-level guidelines and does not leave the management of the subsidiaries to the subsidiaries’ board and management, the parent company can be considered a “de facto director”. Pursuant to Italian criminal case law, the de facto director is equivalent to the rightful director and therefore is fully subject to the prohibitions and penalties provided by criminal law for the acts committed by both. Not applying these prohibitions would lead to a legal asymmetry, i.e. to considering that the criminally illicit activity by the de facto director is not an offence due to the absence of in-vestiture in the position, unlike that existing in the rightful director and therefore the former would be unjustly exonerated of any criminal liability. The dominant Italian case law subjects the de factor director to criminal law in its substantial content and correctly deems that in criminal law, the liability is based on the effective management of the company which prevails over the formal one of taking on

The individual model fact situations of offences are configured by criminal law, regardless of the formal title, under which the activity of director is exercised but according to the factual observation that the activity is concretely exercised. Following this line of reasoning: because compliance duty is a duty ultimately imposed on the board, as discussed earlier in this research, then the compliance duty also applies to the parent company. Resorting to de facto directorship as a means to project a management duty (that includes a compliance duty) onto the whole group, may however prove difficult. In fact, in Italy, using a “de facto director” legal characterization can mean that a whole company (the parent company) is treated like a board director, i.e. that it is regarded as an individual regardless of its status of legal person. This shift of legal personality is not accepted in several legal traditions such as the English, as it entails substantial inroads into the long established principle that “although a company is an artificial entity and can only act through natural

---

persons, it is to be treated as a legal personality separate and distinct from its directors and members”\textsuperscript{175}.

9. It may also be possible to argue that a group management duty exists if the holding company and its subsidiaries have the same board members (so called “interlocking directorates”). If, for instance, a subsidiary conducts a different business than the parent company but has the same board members of the parent, then it is safe to assume that there is an actual flow of information and directives between the parent company and the subsidiary. The existence of similar/identical corporate governance bodies, as well as the constant flow of information represent robust arguments to state the existence of management duties that extend well beyond the parent company and include the subsidiary. Paradoxically, also the choice as to how to organize and staff the compliance function group-wide can affect the qualification of a group wide management duty. In the Italian scholarly debate, most guidelines emphasize that the compliance function of group subsidiaries should avoid duplications with the parent’s compliance function, because in a litigation scenario the absence of duplications would make it more difficult to blame mis-compliance cases onto the whole group\textsuperscript{176}.

\textsuperscript{175}UK Supreme Court judgment in Holland v Revenue and Customs (HMRC) [2010] .
10. With a view to the question raised in the previous paragraph, one should recall at the outset that, although the corporate group is an economic unit, this does not mean that each company shares the same interest. This may, for instance, have to do with the fact that each group company is tasked with a different business and thus has different goals and priorities. Moreover, the self-interest of the parent company can be quite different from the subsidiaries’ interest. This is for instance quite evident in taxation matters, as the use of cross-border group structures often magnifies the potential to “optimize” revenue flows within the group, and achieve substantial tax savings by allocating higher portions of group revenue to group companies that are incorporated in jurisdictions with a limited tax burden. Many legislators are aware of different interests coexisting in the same group, and have thus foreseen a duty for the parent company to prevent damage to subsidiaries (or, if damage occurs, to restore it or compensate the damaged company). For instance, art. 2497 of the Italian Civil Code recognizes the legitimacy of management and coordination as well as the "physiological" interference of the holding company (parent) in the management of the companies belonging to its group. The obligation of proper management is binding for each company or entity exercising management and coordination, including not only the directors of the holding and the controlled company, but also the holding company itself. As a consequence, in case of damage, such entities will be deemed liable as well as, more generally, any person having taken part in the

---

harmful act. Any damage is to be evaluated in the context of the economic and business interests of the group as a whole, and taking into account the overall results of the management and coordination acts on the basis of an after-the-fact inquiry, including both the damages and benefits affecting the company subject to management and coordination.  

11. The duty of the parent company to prevent damage strongly commends the establishment of a compliance system across the group, which is organisationally embodied within the parent company. In fact, in the previous paragraphs, we have examined a variety of elements that are used in the scholarly debate and legal discourse to argue in favour of or against the existence of a group-wide compliance duty. These elements are mostly centered around the peculiar nature of the parent company: the holding (and management) of the subsidiaries, the potential re-characterization of the holding as de facto director, the one-enterprise approach used in some jurisdictions (such as the Swiss) and specific legal branches (e.g. EU competition law). In addition to these elements, one can also recall the almost universal principle of organizational appropriateness, i.e. the idea that compliance is a commensurate duty. While there is no doubt that there is such a thing a compliance obligation and that this obligation lies with the top management of a firm, it is also true that the extent to which this obligation has to be satisfied depends on the complexity and nature of the firm itself. For instance, in the

---

words of the ISO 19600 standard on compliance systems management (par. 4.6): “The organization should document its compliance obligations in a manner that is appropriate to its size, complexity, structure and operations” and “the extent and level of detail of the compliance risk assessment are dependent on the risk situation, context, size and objectives of the organization and can vary for specific sub-areas (e.g. environment, financial, social)”. Also in the recent Neubuerger judgement by the Munich Regional Court, the court acknowledged that:

i. a board member fulfills its organizational duty in case of a corresponding potential threat only if he/she establishes a compliance system aimed at risk control and damage prevention;

ii. the company’s type, size and organization, the provisions to be complied with, the geographical presence as well as suspected cases in the past are crucial for the extent of the compliance system in detail.

Hence, if one accepts that corporate groups often entail greater complexity, then it should be possible to maintain that there is such a thing as a group management duty, and that this duty is commensurate to the greater complexity of group architectures.

12. In this paragraph, the different types of linkages between the parent company and its subsidiaries will be examined for the purpose of compliance. In fact, the argument that each company should be considered singularly (the
“archipelago solution” or “Inselloesung”\textsuperscript{179}) when analysing organizational duties is a simplistic argument, and partly fails to recognize the findings of criminal law debate. For instance, in cases of bribery at the controlled company level, it is always necessary to look at the possibility of the controlling company being (concurrently) liable. There are various forms of establishing this liability. For the sake of this research, we will mention three basic paradigms: direct liability, agent liability and one-enterprise liability. Under the “Direct liability” paradigm, where the controlling company participated directly in the bribery of the controlled company. For example, by either instigating the misconduct or by approving payments to a third-party used as a bribe. In the Italian criminal law debate, it is commonly held that it is important to verify whether the individual who actually commits a crime has an executive status or a non-executive status in both the parent company and the subsidiary. If the author of the crime holds positions in both companies, it should be assessed in what capacity he acted when committing the crime. This distinction is however impossible if the author of the crime is an executive with executive powers in the power as well as in the subsidiary, because this would entail a functional link between the individual who commits the crime and the company for both companies. In the “direct liability” cases, the controlling company will be directly liable either for the acts of its senior management, its employees - or for a lack of supervision. Pursuant to a landmark judgement by the Italian Supreme Criminal Court (Corte di Cassazione - sezione penale) of January 29 2013, no.

the parent company can be held liable if the individual who violated the law did so also by also pursuing an interest of the parent company – regardless of formal agreements with the subsidiary. If “Agent liability” is involved, the controlling company is responsible for acts of the controlled company as its agent. Lastly, under the “one enterprise liability” concept, the owner of several legal persons is regarded itself as one enterprise encompassing and making use of all legal persons. Thus, any bribery within this one enterprise renders it liable either by imputation or by lack of supervision as if the bribery happened not in a separate legal person but within one enterprise. In the Swiss Criminal Code for example, the offence “is attributed to the undertaking” (a synonym for “enterprise”)180. If several companies are combined under a holding company, the holding company can be viewed as one single enterprise comprising all companies. In such case, an offence taking place in one of the companies can be viewed as having taken place in the one enterprise: the holding company. Under Italian law, pursuant to art. 5 of legislative decree no. 231/2001, in order to detect which company within a corporate group shall be held accountable for miscompliance, the specific interest or benefit of an entity has to be ascertained first. The interest can be: a) the interest of both the parent company and the subsidiary, b) the sole interest of the parent company, c) a more comprehensive and collective type of interest – a group interest. More specifically, in its judgement no. 9/2011, the Italian Supreme Court (Corte di Cassazione) stated that, in order to hold a parent company or another group company liable, it is

---

necessary that an individual who acts on behalf of the parent company or another group company concurs to the crime. This linkage means that the liability of a group company does not automatically and per se result in an extension of the liability to other group companies, unless executives or employees concurred to the crime. This echoes a landmark opinion by the Italian State Council\textsuperscript{181}, according to which “because the corporate liability is correlated to a deficiency of the organizational and oversight systems used by the specific company whose executives or employees committed the crime, i.e. to objective elements of a company, it should be excluded that, in the case of crimes committed at the level of a group company, the sanctions […] can be extented to all the group companies”. This is very important, because it suggests that in Italy the “one-enterprise liability” theory cannot be used automatically, but that the existence of a “group-wide liability” shall be proved on a case-by-case basis\textsuperscript{182}. More specifically, according to the Italian Supreme Court, the will to commit a crime by the holding company must be proved, and the benefits (i.e. the enrichment) of the holding company must be proved, too. Therefore, in principle, the parent company can be held liable only when it does more than merely engage in holding stakes, and actively engages in business conduct, also via the interposition of other persons. At EU level, competition authoritis do not allow for any defence in the form of proof that appropriate antitrust compliance

\textsuperscript{181}Italian State Council, section III, January 11\textsuperscript{th}, 2005.
\textsuperscript{182}See also Italian Supreme Criminal Court judgment no. 24583 of June 20\textsuperscript{th}, 2011.
programmes had been implemented. Instead, the Commission concludes from the fact that an infringement of competition law took place that there must be a guilty party. Given that the individual involved in the cartel cannot be held liable for lack of a legal basis in EU antitrust law, the responsibility is, by default, attributed exclusively to the relevant undertaking. This logic as applied by the Commission can be clearly seen from, e.g., the following statement: “In general, while the Commission welcomes measures taken by undertakings to avoid cartel infringements, such measures cannot change the reality that infringements did take place and the need to sanction them in this Decision”.

Based on the argument that the existence of a compliance programme did not prevent the infringement from taking place, the Commission also refuses to take such programmes into account as a mitigating factor. In the “British Sugar” case, the Commission even regarded the existence of a compliance programme as an aggravating circumstance.

12. In a group it is commonly accepted that the dominance of one entity can result into a damage inflicted by the dominant entity to the other group entities, but this damage has to be compensated. Moreover, attention should be paid to the design of the group. The most obvious example is the parent-subsidiary relationship. Other forms include one company controlling another one

---


185 Commission, 14.10.1998, British Sugar Plc, OJ of March 22, 1999, L 76/1, margin no. 208

through formal agreements on control or on transfer of loss and profits. Control
can also take place as a de facto contro if both companies are managed by the
same persons, or if one company is economically fully dependent on the other.
In Germany, there are formal agreements on control or on transfer of loss and
profits are explicitly foreseen by the law (\textit{Beherrschungsvertrag}). In Italy it is
debated whether the \textit{Beherrschungsvertrag} is admitted in other jurisdictions, and
Italian doctrine seems to agree that only the “light” \textit{Beherrschungsvertrag} is
legally admitted in Italy, but no such an agreement that empties the
controlled/affiliated company of its legal prerogatives\textsuperscript{187}. Further on this note, it
is important to note that several comments in the Italian doctrine suggest that a
different kind of infra-group agreement should in any case be explicitly
stipulated also to regulate group-wide compliance. More specifically, it is
suggested that the parent company submits to all of its subsidiary a contract in
which the guiding principles for compliance are provided – often in the form of
a group-wide code of ethics\textsuperscript{188}. In Germany, characterising for a group
governed by contract is that the parent company legitimates their domination
(or control) of the affiliated companies by one of the company contracts,
mentioned in Sections 291 et seq of the AktG, which also contain defence
instruments for the controlled company. As a consequence, in the group by

\textsuperscript{187}\textsc{Picione, A. D. L.} (2008). \textit{Operazioni finanziarie nell’attività di direzione e coordinamento.}

contract, economically unfavourable instructions are allowed\textsuperscript{189}, as they have to be automatically compensated by the parent company by the end of a year\textsuperscript{190}. However, the instructions have to be given to the respective management board of the affiliate and not directly to the individual employees of the affiliate. An exception is only possible if the supervisory board of the affiliated company has delegated its own authority to instruct to the parent’s compliance department of the group\textsuperscript{191}.

13. Groups can also exist as "de facto" groups. In this particular design, because a contract, legitimating the domination, is absent, the detection of the group can sometimes be complex. Economically unfavourable instructions are only allowed, if the disadvantage will be compensated in each particular case\textsuperscript{192}. Thus, the focus shifts to the question under what circumstances an instruction is detrimental (unfavourable). If the example above is considered again, in which the dominant company instructs the dominated company to end potentially illegal conduct, which has an economically profitable effect for the affiliate, the question arises, whether the disadvantage has to be determined solely under economic or also under other considerations. Under Italian law (art. 2497 and

\begin{thebibliography}
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(seq. of the Italian Civil Code), the existence of a detriment shall be assessed not only based on a mere economic/accounting criterion, but on a normative concept as well.

14. In the context of globally active corporate groups it is also important to underline that many day-by-day functions can be outsourced, i.e. transferred to external entities which are not part of the corporate group. According to the newly released ISO 19600 standard (par. 3, “Outsourced processes”) “the organization should ensure that outsourced processes are controlled and monitored. Outsourcing of an organization’s operations usually does not relieve the organization of its legal responsibilities or compliance obligations. If there is any outsourcing of the organization’s activities, the organization needs to undertake effective due diligence to ensure that its standards and commitment to compliance will not be lowered. Controls over contractors should also be in place to ensure that the contract is complied with effectively (e.g. third-party performance appraisals). The organization should consider compliance risks related to other third-party-related processes, such as supply of goods and services and distribution of products, and put controls in place, as necessary (e.g. compliance obligations in contractual clauses)”. Indeed, it is possible to argue that private-to-private (P2P) compliance may create additional complexity for companies. Program elements and ethical policies become contractual obligations, vulnerable to such contractual remedies as indemnities, damages, audits, default declarations, loan acceleration and termination. P2P compliance is reshaping the compliance task portfolio and raising new questions about who is answerable to whom, both internally and across company boundaries.
Private compliance pressures may originate from any point in the value chain: suppliers, customers, capital markets, insurers\textsuperscript{193}.

15. As discussed earlier in this research, there is a tendency in legislation not to specify too much how the compliance obligation should be fulfilled. On the one hand, this certainly reflects the virtually limitless spectrum of solutions and combinations offered by corporate law and operational needs, and respects the discretion of the group management about the allocation of roles and functions within the group companies\textsuperscript{194}. On the other hand, this is also a reminder that compliance duty is inherently an internal obligation, i.e. an obligation that cannot be upheld by third parties against a company or a group. In this respect, The German Federal Court of Justice (BGH) recently dealt in a competition law matter with the reach of the organizational duties of a managing director of a German limited liability company with respect to external third parties\textsuperscript{195}. In the case at stake, the plaintiff had filed an action against both a German limited liability company and its managing director because in its opinion the managing director was also personally liable to it in addition to the company. The German Federal Court of Justice (BGH) clarified that the organizational duties of a managing director only exist in principle with respect to the company, but not with respect to external third parties. According to the court,


\textsuperscript{195}Judgement of 18.06.2014, file no. I ZR 242/12
a personal liability with respect to third parties due to a breach of organizational duties only comes in consideration in exceptional cases\textsuperscript{196}. This could, for example, be the case if the managing director ignores breaches of which he is aware or prevents himself from obtaining knowledge of such. The same applies if the managing director has himself established a business model aiming at the infringement of rights. However, if managers culpably breach their organizational duties to the company, they may be liable to pay damages to the company. Moreover, the creditors of the company in each case may then be able to enforce a claim against the managing director by if they prove that an asset of the company has been damaged. Under Italian law, pursuant to art. 2403 of the Italian Civil Code, the director has to ensure that the company has an appropriate organization. Failure to do so is generally regarded as an important element that creditors can use to hold the director accountable in case of a damage to the company’s wealth. Moreover, in 2007 art. 2428 of the Italian Civil Code – the article that defines the mandatory contents of the financial statement’s management explanatory notes ("Relazione sulla gestione") was amended to include a list of potential risk areas\textsuperscript{197}. Hence creditors shall back up potential lawsuits against corporate directors or statutory auditors not


merely with allegations about a lack of organization, but also with allegations about a lack of risk disclosure\textsuperscript{198}.

Chapter 4: Group-wide compliance organization within the group

15. As pointed out earlier, when examining compliance, the main focus of scholarly research is the “if” question, i.e. whether a duty of compliance exists and whether it contains a specific obligation. However, when it comes to the “how” question – how should compliance be organized? How should a compliance department be set up? – there are few specific indications provided by the law. In Germany, also the GCGC (Article 4.1.3) does not provide any specific guidance as to how the compliance system should be organized within a group, i.e. whether it is only required at the level of the parent company or whether a more granular group-wide organization is necessary. In fact, Art. 4.1.3 goes as follows: “The Management Board ensures that all provisions of law and the enterprise’s internal policies are abided by and works to achieve their compliance by group companies (compliance).” Thus, in this statement, a clear gradation is expressed: the management board faces a strong duty vis-à-vis the parent company, and a loose obligation vis-à-vis the rest of the group. In fact, while the management board has to take over the responsibility for the compliance with the statutory provisions within the parent company, it only has to work towards it in the affiliate companies. This means, at least indirectly, that the

duty and the responsibility ultimately lie with the managing body of the affiliate companies.

16. In German doctrine, it is asked whether there are arguments under company law to assume a duty to establish a compliance department across the group, based on the duty to prevent damage. As in the single, stand-alone enterprise, the legal basis would the general public duty of care of the managing directors towards their own company, pursuant to Section 130 OWiG according to which the owner of a company acts contrary to public policy if he or she omits to implement the necessary control measures required to prevent breaches of duty by the company, which are punishable by means of a fine or a sentence. However, Section 130 only applies to the “owner of a company”, and it is questionable whether the relationship among the parent/dominating company in a corporate group is the same as the relationship among the owner and the owned company. In fact, according to a December 1, 1981 BGH sentence\textsuperscript{199}, the legal personality of the affiliated company could not allow to consider the dominating company as the “owner” of the company. According to Casper, a general duty of the management board of the controlling company to ensure lawful conduct of the affiliated companies in the sense of a duty of group management cannot be acknowledged\textsuperscript{200,201}. On the one hand, it is


possible to maintain that the duty of group management cannot be derived from the status of the parent company as shareholder. In fact, the point of departure is the basic principle of corporate law that shareholders are not liable for the obligations of the corporation in which they hold ownership. This principle of the limited liability of corporations is, as such, to be honoured in any area of the law. In a corporate group, the responsibility of the various legal entities must therefore be clarified individually. On the other hand, it is also true that the parent company carries out its business also through affiliated companies, and therefore its own duty of management also represents a duty of group management based on the active management of the subsidiaries’ business and not on the status of shareholder of the parent company.

17. The establishment of a compliance system seems to be in line with the US landmark case law on the duty of care, and, in particular with the Caremark case (see infra, Part I, Chapter 2, par. 10), as well as with general obligations such as to Section 130 OWiG according to which the owner of a company acts contrary to public policy if he or she omits to implement the necessary control measures required to prevent breaches of duty by the company, which are punishable by means of a fine or a sentence.


18. Even if it is not necessarily possible to invoke a general obligation to monitor for corporate groups such as the one stipulated under Section 130 OWiG, it is nevertheless increasingly evident that international case law recognizes the duty for the dominating/parent company in a group to set up a group-wide compliance organization. We have already recalled the 1996 Swiss Supergun case, where the parent company’s board were indicted not because they committed a crime, but because they did not set up a group-wide compliance organization\(^{204}\). Moreover, with the Akzo\(^{205}\) ECJ Judgement, the European Court of Justice has confirmed that parent companies are presumed to be liable for cartel infringements committed by a wholly owned subsidiary. The presumption is rebuttable, but parent companies are very unlikely to escape cartel fines by claiming their subsidiaries operate independently. In the Etex Case on February 9 2009 the Federal Antitrust Authority held that under Section 130 of the Administrative Offence Act a parent company can be fined if it omits to take appropriate measures to prevent its subsidiaries from forming a cartel with competitors\(^{206}\). The authority fined several producers of clay bricks that had agreed on a price increase, including two German subsidiaries of the Belgian ETEX group. An additional fine of more than €10 million was imposed on the German parent company, ETEX Holding GmbH, as it had not taken reasonable measures to prevent the participation of its subsidiaries in the cartel.


\(^{205}\)Case C-550/07 P. Akzo Nobel Chemicals Ltd v Commission.

According to this ruling even foreign parent companies may be held liable for the defective compliance organization of their German subsidiaries.

19. With a view to the organization of a compliance organization across the group, a broad discretionary power exists. In particular, the management board of the parent company is entrusted with the organisational discretion. More specifically and it may meet its duty either with a strong, central compliance department or by means of many decentralised compliance departments in each affiliate company, which are interlinked with each other. In the case of decentralized compliance, intermediate layers can be found as well, such as for example “regional” compliance functions, such as Europe, Middle-East and Asia (so called EMEA), whose purpose it is to act as organizational filters for the compliance processes managed by individual companies operating within a given region. Both solutions – centralized compliance management and decentralized management - are widely adopted. As an example of decentralized compliance management, the Italian state-owned defence and technology group Finmeccanica provides the following layout of its group compliance structure:


210 [www.finmeccanicagroup.com](http://www.finmeccanicagroup.com)
An example of a centralized compliance model is the following layout by Japanese videogame leader CapCom\textsuperscript{211}:

\textsuperscript{211}\url{http://www.capcom.co.jp/ir/english/president/governance.html}
Therefore, the main overarching requirement is that responsibility for compliance within the group as a whole is established, whichever method is selected\textsuperscript{212}. Additionally, compulsory guidelines across the group have to be defined. Moreover, a reporting system on possible breaches, including the monitoring of this reporting system, has to be established and the management board has to be enforced within the whole group\textsuperscript{213}. However, with regard to the actual particularities of the systems, generalising statements cannot be made, as the circumstances of the individual case in the respective group must be taken into account. In many cases, it can prove quite problematic – especially for small and medium sized corporate groups – to devise a compliance


management system that matches the compliance duty but represents no excessive burden for the group. In this respect, ISO 19600 can prove itself as a valuable tool. In fact the ISO 19600 standard is designed as a flexible guideline without any normative references. It provides recommendations based on the principles of good governance, flexibility, proportionality, transparency, and sustainability. It is open for all kind of organizations. Especially small and medium-sized companies benefit from this approach, as they can implement the guideline recommendations according to the size and maturity of their company. It is this kind of flexibility that gives small and medium-sized companies the incentive to deal with compliance on their own terms. Because the guideline is based upon the principle of continual improvement, organizations can expand their compliance management systems as their needs increase.

Should the management board decide in favour of a strong, central compliance department at the level of the parent company, the management of the subsidiary companies is nevertheless not released from establishing its own compliance system if necessary. Moreover, other issues can arise. For instance, in the Italian scholarly debate about the status of the parent company’s compliance function’s team members, it is generally maintained that:

when working on other group companies other than the parent company, the parent company’s compliance function members should be regarded as external service providers/consultants rendering services to the subsidiaries, b) in this consultant status, the confidentiality obligations routinely applicable to professionals apply. This is especially important if one bears in mind that a number of legal concepts protect communications between a client and his or her attorney and keeps those communications confidential. In the U.S., for example, the attorney–client privilege is one of the oldest recognized privileges for confidential communications, and that the U.S. Supreme Court has stated that by assuring confidentiality, the privilege encourages clients to make full and frank disclosures to their attorneys, who are then better able to provide candid advice and effective representation218. Should this be the case, situations can take place in which there is a conflict for the parent company’s compliance function members. More precisely: to what extent is it possible to reconcile these members’ obligation vis-à-vis the parent company and the confidentiality obligations stemming from the “consultant status” vis-à-vis the group subsidiaries? Further operational complexity can be envisaged for those cases in which compliance functions are not assigned to a department of the parent


company, but to an “insourced” group company whose sole/primary purpose is to provide compliance management services to the whole group.

20. Having said this, it is also very important to understand who is actually in charge of compliance. Assigning responsibility for compliance within an organization is a particularly important part of the ISO 19600 standard. More specifically, pursuant to par. 5.3.2 (“Assigning responsibility for compliance in the organization”), “the active involvement of, and supervision by, governing body and top management is an integral part of an effective compliance management system. This helps ensure that employees fully understand the organization’s policy and operational procedures and how these apply to their jobs, and that they carry out compliance obligations effectively. For a compliance management system to be effective the governing body and top management need to lead by example, by adhering to and actively supporting compliance and the compliance management system. Many organizations have a dedicated person (e.g. a compliance officer) responsible for day-to-day compliance management, and some have a cross-functional compliance committee to coordinate compliance across the organization. Some organizations – depending on their size – also have someone who has overall responsibility for compliance management, although this may be in addition to other roles or functions, including existing committees, organizational unit(s), or outsource elements to compliance experts. This should not be seen as absolving other levels of management of their


compliance responsibilities, as all managers have a role to play with respect to the compliance management system. It is therefore important that their respective responsibilities are clearly set out and included in their job descriptions. Compliance responsibilities of managers will, by necessity, vary according to levels of authority, influence and other factors, such as the nature and size of the organization. However, some responsibilities are likely to be common across a variety of organizations”. In this respect, in the recent Neubuerger judgement by the Regional Court of Munich\textsuperscript{221}, Mr. Neubuerger, a former Siemens board member, defended himself against the claim for damage inter alia on the ground that the compliance system was not part of the board department under his responsibility. He had adopted for his department corresponding directives to prevent dubious payments. Division managers were responsible for the practical implementation. According to the Court, however, depending on the company’s type and risk situation the board is obligated to create a clear responsibility for compliance within the board. The departmental responsibility of one board member does not, however, release the (remaining) board members of their overall responsibility to ensure the observance of the principles of legality. All board members are obligated to clarify reported infringements, to keep themselves informed about occurrences, to verify the existing compliance system and to establish a corresponding efficient structure. Moreover, according to the Regional Court of Munich, the board may not delegate the implementation of the compliance system in detail to a lower level ("division managers"). The board must check out for itself whether and how

\footnotesize{\textsuperscript{\textsuperscript{221}Regional Court of Munich, decision of December 10\textsuperscript{th}, 2013, file no. 5 HK O 1387/10, “Siemens” – case / decision published end of March 2014.}}
the compliance system is implemented and whether it is appropriate and functional. In this respect the Regional Court of Munich states that the delegation of this central task of the corporation’s statutory organ “board” to employees on a lower level constitutes a breach of duty. In the context of its monitoring duty it is the responsibility of each board member to ensure that a functioning compliance system is resolved by the board. Furthermore, a board member may not absolve her/himself from his/her responsibility by using the excuse that the remaining board did not follow her/his ideas for the implementation of a compliance system in accordance to the applicable legislation. Indeed, an outvoted board member must participate in good faith in implementing the board’s resolutions\textsuperscript{222}. This does however not apply if the resolutions do not comply with legal requirements. If the board members’ proposals for improvement of the compliance system have not been taken into account by his board colleagues, the board member has to submit an appropriate counter response to its colleagues and, if necessary, to inform the supervisory board.

21. Having regard to the duty of compliance within a group, the question should asked whether the discretion of the parent or dominating company is limitless or not. Reference here is not made to the set-up of the compliance organization (e.g. centralized compliance vs distributed compliance), but to specific actions undertaken by the compliance function. In particular, it should

be examined to what extent the discretion goes as far as general duties to prevent damage are involved, and insofar as specific obligations exist at group level, such as data protection laws.

22. As far as general damage pre-emption duties are involved, it has already been pointed out that most group legislations recognize that a group structure often entails a dominant role by a parent company vis-à-vis the other group entities\textsuperscript{223}. One must thus distinguish between the duties of the dominant/parent company vis-à-vis the parent company itself on one hand, and the duties of the dominant/parent company vis-à-vis the subsidiaries/dominated companies\textsuperscript{224}.

23. When considering the duties of the dominant/parent company vis-à-vis the parent company itself, the board of the parent company must in any case behave in accordance with the law. This extends to all its activities, and hence also to the direction of the group. Moreover, the board of the parent company has to ensure an adequate group-wide organization\textsuperscript{225}, and it makes no difference whether the group is organized centrally or decentrally: what


matters is that the parent company avoids damage (also reputational) at the level of its affiliated companies.

24. As for the compliance duties of the parent company vis-à-vis its subsidiaries, arguably the parent company’s board can exert some discretion. In fact, based on the group’s organization, it can choose how to set up its control organization. More specifically, if the group has a centralized model, then the parent company board will accordingly intrude deep into its affiliated companies’ activity. It will do so by requesting information on a regular basis, monitoring and controlling their tasks and duties, and, when necessary sanctioning mis-compliance by the affiliated companies. On the contrary, if the group is decentralized and the parent company’s role is only limited to, say, human resources and group financing, then the degree of “intrusion” by the parent company will be very limited, and reliance will be made on the boards of the affiliated companies. In this case, according to Schneider, the parent company will only have to make sure that the affiliated companies establish a compliance department, but the affiliated companies still retain discretionary power as to how structure the department. Yet, one should also bear in mind that while parent companies often exert influence over subsidiaries by merely determining their strategy and finances (in the form of, e.g., targets for results,

---

turnover, investments etc.), it is not always clear whether such intervention alone triggers a duty on the part of the parent to supervise the subsidiary’s compliance. Strategic and financial targets do not directly relate to the operational business. However, the risk that the competitive behaviour of the subsidiary may be decisively influenced by them, should not be dismissed out of hand. For example, executive bodies or employees of subsidiaries could be tempted to commit infringements if they were put under pressure to meet ambitious strategic or financial targets set by the group. The parent company must therefore make it crystal clear that such targets are only to be achieved within the limits of the law and it must furthermore monitor compliance with these principles as part of its strategic and financial control. This requires that the parent company implement or mandate adequate compliance systems at the subsidiary. In fact, if the exertion of influence is restricted to laying down strategic plans and financial targets, the connection to an infringement of competition law is not strong enough to presume that the parent acted negligently.

25. In its 2005 paper “Compliance and the compliance function in banks“, dedicated to compliance and banks, also the Bank of International Settlements allows for a certain degree of discretion, while underlining that compliance principles apply both to individual banks and to the banking group as a whole: “regardless of how the compliance function is organised within a bank, it should be independent and sufficiently resourced, its responsibilities should be clearly specified, and its activities should be subject to periodic and independent review by the internal audit function. […] The principles should be applicable to all banks, although it is for
individual banks to determine how best they should be implemented. A bank may be able to follow practices other than those set out in this paper which are also sound and which, taken together, demonstrate that its compliance function is effective. The way in which the principles are implemented will depend on factors such as the bank’s size, the nature, complexity and geographical extent of its business, and the legal and regulatory framework within which it operates”. Multinational banking groups have to respect the rules of conduct in force in all countries in which they carry out their activities. However, in Europe, following the Second EU Banking Directive (Directive 89/646/CEE), they answer in precedence to the supervisory regulations of the country of origin (home country control principle). In these cases, banks must identify the most appropriate organizational solutions to ensure the correct risk management which results from the need to respect all the provisions applicable in relation to the various areas of operation. Similarly, it is also appropriate that companies controlled by European banks operating abroad take care to conform to the holding company, even in cases where the rules of the countries in which the subsidiary is established do not have similar levels of awareness. The model of compliance must therefore be structured to allow the systematic exchange of directives and information, both top-down and bottom-up.

Chapter 5: Compliance and financial services (elements)

26. We have pointed out earlier in this research that MiFID provides a substantive regulatory framework for establishing a compliance function in entities active in investments services. MiFID requires investment services
providers to establish, implement and maintain adequate policies and procedures designed to detect any risk of failure by the investment services provider to comply with its obligations under MiFID. As part of this, the compliance function shall identify the level of compliance risk the investment services provider faces, taking into account the investment services and ancillary services provided by the investment services provider, as well as the types of financial instruments traded and distributed. The compliance risk assessment shall take into account the applicable obligations under MiFID, national implementing regulation and the policies, procedures, systems and controls implemented within the investment services provider in the area of investment services. The assessment shall also take into account the results of any monitoring activities and of any relevant internal or external audit findings. The compliance function’s objectives and work programme shall be developed and set up on the basis of this compliance risk assessment. The identified risks shall be reviewed on a regular basis as well as adhoc when necessary to ensure that any emerging risks are taken into consideration (for example, resulting from new business fields or other changes in the investment services provider’s structure). In particular, the monitoring programme foreseen under MiFID aims to evaluate whether the investment services provider’s business is conducted in compliance with its obligations under MiFID and whether its internal guidelines, organisation and control measures remain effective and appropriate. Where an investment services provider is part of a group, responsibility for the compliance function rests with each investment services provider in that group. An investment services provider shall therefore ensure that its compliance function remains responsible for monitoring its own
compliance risk. This includes where an investment services provider outsources compliance tasks to another investment services provider within the group. The compliance function within each investment services provider shall, however, take into account the group of which it is a part - for example, by working closely with audit, legal, regulatory and compliance staff in other parts of the group. The risk-based approach to compliance shall form the basis for determining the appropriate tools and methodologies used by the compliance function, as well as the extent of the monitoring programme and the frequency of monitoring activities performed by the compliance function (which may be recurring, adhoc and/or continuous). The compliance function shall also ensure that its monitoring activities are not only desk-based, but that it also verifies how policies and procedures are implemented in practice, for example through on-site inspections at the operative business units. The compliance function shall also consider the scope of reviews to be performed.

Chapter 6: Cross-border groups and compliance duties

27. In practice, the necessity to establish compliance systems in multinational groups is becoming more and more apparent. The difficulties described above are increased as different legal systems apply, with jurisdictions crossing over to apply in others. From a general perspective, it is perhaps advisable to compare the case in which the parent company is based in

---

the home state with the case in which affiliated companies are based in such jurisdiction (i.e. the state is merely a host state). In the former case, the dominant view is that organizational duties apply to the parent company, and, given the functional link to its affiliated companies, to the whole group. The question then can be raised, to what extent this duty can stretch into foreign jurisdictions. For instance, can the board of an Italian parent company be held liable for not establishing a compliance structure to avoid crimes by foreign affiliated companies? In the latter case, what duties are imposed on the Italian affiliated companies of a corporate group headquartered abroad? This question can be further elaborated by examining the case in which a foreign parent has no subsidiary nor branch in a given jurisdiction, but in any case conducts business in it.

28. The case in which the parent company is based in the home country shall be considered first. According to German doctrine, if the group management is based in Germany, it makes no difference whether risks and damage for the parent company result from the misconduct of a foreign or a domestic affiliate company, insofar as the breach of statutory regulations abroad by the affiliate is concurrently resulting in a damage for the parent company. If the parent company establishes a multinational compliance department across the group, the limits under the law applicable to company groups depend on the respective statute of the affiliate company. In Italy, the question of how

---

organizational duties shall be implemented group-wide is left unaddressed in civil law. Hence, guidance can be sought in Legislative Decree no. 231/2001, the Italian discipline on corporate criminal liability that also lays down specific exemptions for entities which choose to establish compliance departments and programs, and run them effectively. In Italian doctrine, the extent to which the corporate liability regime foreseen under Legislative Decree no. 231/2001 can be applied to crimes committed abroad is largely debated. Pursuant to art. 4 of Legislative Decree no. 231/2001 the entities having their main seat in Italy are held liable also for crimes committed abroad, unless these crimes are already pursued in the countries where they have been committed. In other words, it is not sufficient that a senior group manager is involved in a crime abroad to trigger the corporate liability regime foreseen under Legislative Decree no. 231/2001, but other specific conditions must apply as well.

29. The case in which a controlled company is domiciled in a country but its parent company is based abroad shall be considered now. This case is debated quite widely by scholarly authors, as it often entails a situation in which the affiliated companies are already embedded in a cross-border compliance system, and would therefore be subject to a double duty of compliance: one deriving from the local laws, and one deriving from group-wide compliance.


guidelines. A position expressed by Italian prosecutors and judges to make the case that host state organizational duties apply is that insofar as foreign entities operate in Italy, even temporarily, they shall comply with Italian laws, regardless of the fact that the host State has similar/identical laws governing the same matter. In the Siemens case, for instance, the analogy with the road traffic laws was made, suggesting that even if Germany had no prescription to use safety belts in Germany, this would not exempt German drivers to use them when in Italy. Also the re-examination of the Siemens decision (Giud. Mannocci) concluded: “Whoever operates in Italy—individual or corporate entity—has to respect Italian law. Here an administrative offense is imputed to a foreign corporation connected to a crime made in Italy. The jurisdiction is Italian, even if the corporation adopted a compliance program in a foreign context. If a corporation does not adopt a compliance program, it is not per se illegal. Its relevance is on the corporation’s culpability.” With this argument, Siemens was subjected to a specific sanctions regime foreseen under Art. 9, par. 2, lett. c) of Legislative Decree no. 231/2001 even if the German section 30 of the OWiG did not entail the obligation to adopt specific organization models.

---


30. Triangular situations can also easily take place. For instance, a parent company based in country A, and its subsidiary based in country B could find themselves jointly bidding for a tender in a third country. Alternatively, two companies of the same group but based in different countries may participate in a project that is wholly or partly funded with EU funds.

31. In 2015, the likelihood that a group subsidiary operates in a host country without its group having a compliance program whatsoever is fairly low. In fact, as has been discussed earlier in this research, pressure is mounting also from the private business world through “P2P (private-to-private) compliance” to embed compliance in everyday business activities. A pressing legal question, on the contrary, is what the legal value of a compliance program will be outside its home jurisdiction. So far, little elements can be found in Italian caselaw to assess this: it is still unclear how a foreign compliance model would be regarded in Italy under Legislative Decree no. 231/2001. More specifically, while it is clear that Italian laws – i.e. corporate criminal liability - would be applied regardless whether the parent in the home country has adopted a group-wide compliance department, it is unclear whether a foreign model would be seen as equivalent to the model foreseen under artt. 6 and 7 of Legislative Decree no. 231/2001. On one hand, it is argued that the model foreseen under artt. 6 and 7 of Legislative Decree no. 231/2001 is the only one admitted in order to benefit from the corporate liability regime exemption. On the other hand, it is noted that even more important than the existence of the model foreseen under artt. 6 and 7 of Legislative Decree no. 231/2001 is the effective implementation of measures designed to avoid crimes. Therefore, a
case-by-case analysis seems to be the most appropriate solution in order to assess the specific situation of subsidiaries with a foreign parent company. Another extremely interesting aspect is whether in the future it will be possible to have some sort of “organizational equivalence” in the compliance field. While assessing equivalence of organizations across different jurisdictions has long been a Sisyphean task, standardization of processes could help overcome many difficulties in this field. For instance, if a compliance organization were to be designed according to the newly developed ISO 19600 standard, this would certainly contribute to greater comparability of compliance organizations. This idea is clearly a driving element of the ISO 19600 standard, and its introduction states the following: “in a number of jurisdictions, the courts have considered an organization’s commitment to compliance through its compliance management system when determining the appropriate penalty to be imposed for contraventions of relevant laws. Therefore, regulatory and judicial bodies can also benefit from this International Standard as a benchmark”. The flexible approach of ISO 19600 is noteworthy. In fact, every organization can decide independently to what extent the implementation is still deemed proportional (with regard to the involved costs and benefits). The structure combined with the overlying principle of continual improvement enables organizations to act in accordance with ISO 19600 in every stage of their compliance management system development and to improve upon it. Moreover, a global standard will add comparability between compliance systems in different jurisdictions and industries. The guideline can be used globally due to its broad scope and its character as a recommendation-only standard. In addition, the guideline brings with it no risk of a conflict with any national law. However, it should also be noted out that it is still unclear
how organizations are supposed to prove their implementation of the ISO recommendations to others. Currently, there is no certification according to ISO 19600, and ISO standards can overlap with existing domestic standards\textsuperscript{236}. Therefore, it can occur that a compliance officer is confronted with conflicting provisions, especially since the definitions are inconsistent. This is not harmful\textit{per se}, since ISO 19600 is compatible with other compliance measures, but it still counteracts the aspired global standardization. It is discussed whether a true global standard is needed. Since there is no majority to be found amongst the ISO members for establishing a certification according to ISO 19600, at least the national standardization institutes should coordinate and adapt their respective national standards structurally and conceptually to ISO 19600. However, the ISO’s approach could change. In case the ISO members find a majority a certification (or at least an affirmation to comply with the guideline) according to ISO 19600 might be possible in future.

32. So far, only cases with a corporate presence have been considered (parent or subsidiaries). While corporate presence represent a significant portion of cross-border compliance analysis, there also cases in which there are compliance issues despite the absence of a corporate presence in a given country. As a 2005 Financial Times article reported, “You can be doing business outside the US and find you have got a problem with US sanctions for example, which

in certain circumstances is just not obvious”237. In many jurisdictions public prosecutors as well as private parties are proving capable of using local legislations to pursue players whose links with the country of the suing party are not immediately evident. An example of this state of facts is the recurring use, in the United States, of the Alien Tort Claims Act, a U.S. statute relating to “piracy on the high seas” and dating back to 1789, that today is used to pursue multinational companies through the U.S. courts for human rights abuses committed abroad by foreign governments with which they have been operating jointly. Moreover, as international commerce expands and the speed of cross-border transactions increases, companies doing business overseas face a daunting challenge – compliance with the anti-bribery provisions of the U.S. Foreign Corrupt Practices Act (FCPA) and similar laws imposed by other countries238. The stakes are high, as evidenced by the trend of FCPA investigations and prosecutions by US and foreign regulators over the past five years: since 2003, the number of FCPA enforcement actions brought by the US Department of Justice and the Securities and Exchange Commission has increased from an average of two or three cases per year to 38 enforcement actions in 2007239. These cases have resulted in record fines and penalties as well as disgorgement of profits for violations of the Act. As worldwide initiative to stop bribery gain momentum, companies face not only FCPA enforcement

actions in the United States but also the possibility of independent or concurrent enforcement actions in other jurisdictions\textsuperscript{240}.

33. Moreover, as discussed earlier in this research, back in 2004 an Italian court held a German company not resident in Italy and operating in Italy only through a temporary company grouping (s.c. “associazione temporanea d’impresa”) accountable for criminal offences (namely: bribery) committed in Italy\textsuperscript{241}. More specifically, the Italian Supreme Criminal Court stated that Italian criminal laws are applicable to a criminal offence committed abroad if there is any connection with Italy, even if the connection is not per se a criminal breach, the rationale being that the connection “has to be regarded as a fragment of larger criminal sequence that should not be taken singularly”\textsuperscript{242}. Moreover, section 4 or Law no. 231/2001 foresees the application of Italian criminal laws - and sanctions - to entities which have their main seat in Italy and commit violations abroad.


\textsuperscript{241}In the Siemens Case, the Court of Milan, in its verdict of October 28\textsuperscript{th}, 2004, stated that it is almost self-evident that foreigners (both individuals and legal entities), when acting in Italy, shall comply with Italian legislation, regardless of the fact that similar rules exist in their country of origin.

\textsuperscript{242}Italian Criminal Court, Sentence no. 4284/2000.
34. On a somewhat similar note, the UK Bribery Act 2010 came into force on 1 July 2011. The Act – designed to counter the corruption of public officials - will also have extra-territorial application. Namely, the offences may be prosecuted if done by a British national or corporate or by a person who is ordinarily resident in the UK regardless of whether the act or omission which forms part of the offence took place outside the UK, and/or if any act or omission which forms part of the offence occurs within the UK. In addition, corporate criminal offences will apply to commercial organizations which have a business presence in the UK (regardless of where the bribe is paid or whether the procedures are controlled from the UK); this extends the reach of the legislation well beyond the current regime.

35. With a view to the previous paragraphs, it has been illustrated that cross-border groups face a considerable complexity, which, in turn, can result into burdensome compliance. Unsuprisingly, the combination of national laws and extraterritorial reach of many provisions suggest to implement group-wide compliance departments. This is also the view of the Basel Committee on Banking Supervision, whose position expressed in 2005 in respect of banking group compliance was the following one: “[…]Banks may conduct business

---

243 Introduced to Parliament in the Queen’s Speech in 2009 after several decades of reports and draft bills, the Act received the Royal Assent on April 8th, 2010 following cross-party support. Initially scheduled to enter into force in April 2010, this was changed to July 1st, 2011. The Act repeals all previous statutory and common law provisions in relation to bribery, instead replacing them with the crimes of bribery, being bribed, the bribery of foreign public officials, and the failure of a commercial organization to prevent bribery on its behalf. The Act’s official full text version can be found on-line at: [http://www.legislation.gov.uk/ukpga/2010/23/pdfs/ukpga_20100023_en.pdf](http://www.legislation.gov.uk/ukpga/2010/23/pdfs/ukpga_20100023_en.pdf).
internationally through local subsidiaries or branches, or in other jurisdictions where they do not have a physical presence. Legal or regulatory requirements may differ from jurisdiction to jurisdiction, and may also differ depending on the type of business conducted by the bank or the form of its presence in the jurisdiction. […] Banks that choose to conduct business in a particular jurisdiction should comply with local laws and regulations. For example, banks operating in subsidiary form must satisfy the legal and regulatory requirements of the host jurisdiction. Certain jurisdictions may also have special requirements in the case of foreign bank branches. It is for local businesses to ensure that compliance responsibilities specific to each jurisdiction are carried out by individuals with the appropriate local knowledge and expertise, with oversight from the head of compliance in co-operation with the bank’s other risk management functions. […] The Committee recognises that a bank may choose to carry on business in various jurisdictions for a variety of legitimate reasons. Nevertheless, procedures should be in place to identify and assess the possible increased reputational risk to the bank if it offers products or carries out activities in certain jurisdictions that would not be permitted in its home jurisdiction”.

Chapter 7: Whistle-blowing and corporate groups

36. Earlier in this research (Part I) we have pointed out that whistle-blowing schemes are a key element of many compliance schemes set up by companies and corporate groups, as compliance is essentially based on information flow. We have also pointed out that information flow itself faces some significant limitation posed by data protection laws, and that the limits are typically
On 14 November 2005, the Düsseldorf Regional Labour Court ("Landesarbeitsgericht Düsseldorf") ruled that Wal-Mart’s whistle-blowing Policy breaches German labour law. The decision confirmed the Wuppertal Labour Court’s ("Arbeitsgericht Wuppertal") previous decision of 15 June 2005 which held that the policy was unlawful. Interestingly, the courts left open the question of what requirements should be imposed in order for a whistle-blowing policy to comply with data protection law. The decision has drawn public attention to this very specific legal question. Companies, in particular US stock listed companies, are in a dilemma. On the one hand, US law obliges them to implement corporate governance listing standards for companies, including the implementation of procedures encouraging employees to report misconduct. On the other hand, European law (in particular data protection law) imposes mandatory restrictions on such whistle-blowing. Although expressly addressing only labour law issues, it held that an employer may request that his employees report misconduct. However, the precise scope of such a legal whistle-blowing obligation is still open. In the absence of relevant case law or administrative guidance, general data protection law provisions have to be applied. In the private sector, these provide for a balance of interests according to Section 28 Federal Data Protection Act ("Bundesdatenschutzgesetz"). The whole principle of balance of interests means it is not possible to make a general assessment of whistle-blowing policies; instead, policy provisions must be reviewed in each individual case. The

---

balance of interests must consider, among other things, the severity of the alleged misconduct on the one hand; and on the other hand, the alleged infringer’s interest in not becoming the subject of an unfounded investigation. In addition, the reporting employee’s privacy interests must be taken into account.

37. A decision of the German Federal Court of Justice (“Bundesgerichtshof”)\textsuperscript{245} indicates that German data protection law generally accepts whistle-blowing to a certain extent. Where can the line be drawn? According to Schneider, data protection and compliance are two duties which do not per se exclude each other\textsuperscript{246}. Rather, on one hand compliance posits the respect, among other things, of data protection. On the other hand, the scope of compliance is restricted by data protection law and data protection criminal law. The interplay between compliance and data protection is not an easy one, as the collection, elaboration and use of personal data is only allowed insofar as specific, factual and thoroughly documented elements exist which underpin the suspect that a legal violation has occurred. With this in mind, pre-emptive data collection is in all likelihood not possible, nor are wide, unspecific investigations.

38. Germany is hardly the only country in which whistle-blowing schemes can entail a conflict with data protection regulations. France, for instance, is also a country with a consistent track record of verdict an official positions in which local regulators deemed whistle-blowing policies in breach of data protection

\textsuperscript{245}BGH DB 1989, 1464.

laws. As a backgrounder, when whistle-blowing schemes rely on the processing of personal data, i.e. on the collection, the registration, the storage and the disclosure of data related to an identified or identifiable person, they are subject to the provisions of the French Data Act. When such systems are carried out in an automated form, they are subject to a requirement of prior authorization by the French data protection authority “Commission Nationale de l’Informatique et des Libertés” (CNIL) pursuant the French Data Protection Act, due to their qualification as processing operations that may exclude individuals from the benefit of a right or of their employment contract in the absence of any specific legal provision. In two decisions issued in May 2005, the CNIL refused to approve two ethical hotlines set up by US companies to comply with SOX requirements on corporate governance. In order to comply with SOX requirements, two French subsidiaries of American companies, McDonald’s France and CEAC, sought permission to establish anonymous employee whistleblower hotlines and asked the CNIL to register the systems for use in France. The system set up by McDonald’s France which resulted from the code of Ethics of the international McDonald’s group, allowed the staff of the French subsidiary to report to the American parent company (McDonald’s Corporation) either by mail or by fax, on the behaviour of their employees.

---

colleagues “deemed contrary to the French legal rules as well of the Code of Ethics”. The system set up by CEAC (Compagnie européenne d’accumulateurs), established by the parent company, Exide Technologies, permitted all the employees of the group to “communicate with the Surveillance Accounting Committee of the Board of Directors of Exide on issues such as accounting inaccuracies or irregularities which could occur”. The hotline also permitted employees to report to the management of the group on possible violations of company principles (rules of ethical or commercial conduct) or of laws currently in force. According to the French CNIL, the schemes at stake were at risk of compressing the liberty of employees, and represented a disproportionate response. In fact, the CNIL first considered that the employees subject to a denunciation would not be immediately informed of the collection of data questioning their professional or personal integrity and would not be in a position to oppose such collection, which would infringe the French Data Protection Act. Second, the CNIL pointed out that these systems were disproportionate to the aim they seek to achieve regarding the risks of slanderous denunciations and he stigmatization of employees having been subjects of an ethics alert. The CNIL noted in this respect that other legal means existed in order to ensure compliance with legal provisions and company rules (e.g. trainings, audits and alerts by the statutory auditors for financial and accounting issues).

---

39. With a view to the paragraphs above, it is increasingly clear that the job of group compliance officer is a Sisyphean task, as foreign laws and/or courtrooms could extend its responsibility to all of the group in spite of the existence of compliance officers at the level of group subsidiaries. Earlier in this research, we have recalled that the duty of compliance officer entails specific responsibilities. In order to understand these responsibilities, a famous German Federal Court sentence was mentioned. In the Court’s words “the duty of a Compliance Officer is to prevent infringements of the law, especially crimes, which are conducted out of the company. Such Officers regularly have a duty to act according to sec. 13 Penal Code.” The approach of the court was not only a reference to the increased importance of compliance, but also raised interesting questions regarding the liability of a compliance officer. The task of many compliance officers is the prevention of crime, but the Court has not dealt with any of these problems. It is therefore not clear whether the court wants to constitute a new kind of responsibility for compliance officers and the management. Limitations, however, should arguably apply for the group compliance officer, and his duty should be examined relative to a number of elements. Firstly, in many jurisdictions and legal disciplines, the corporate group is no legal persona an sich, so reference shall be made only to individual companies, whose boards can be held liable for wrongdoings and crimes. The extension of compliance duty to the whole group – and hence to the parent company – is only possible if specific reasons are provided to demonstrate an active involvement of the parent
company. Secondly, one of the overarching guiding principles of compliance management is that it should be commensurate to the complexity of the business and to its architecture. Recently issued standards such as the ISO 19600 standard dedicated to compliance management system can prove useful, but in the absence of a certification system it is quite difficult for a company - not to speak of an entire group - to prove the implementation of the ISO recommendations to others, so comparability of compliance undertakings will remain hard to achieve. However, in many cases compliance officers are merely obligated to report to the chief executive officer. If they fulfill this obligation, there is no room for a liability based on omission. Thirdly, as recalled earlier, in the scholarly debate there are already comments which characterize the parent company’s compliance officer advising group subsidiaries as an “external consultant” and believe that in such capacity he is bound by confidentiality and attorney privileges. Therefore conflicts can in particular arise when the group compliance officer is a lawyer and deals with group subsidiaries. Fourth, the compliance officer may face limitations in his day-by-day job which are themselves the outcome of legal compliance. As pointed

---


out in this research, the access to information and data can sometimes generate conflict with data protection laws which exist in several foreign jurisdictions, and neither a board nor a compliance officer have legal powers to either override or disregard these laws – in fact in many jurisdictions these are no assistant public prosecutors ("Hilfsbeamte del Staatsanwaltschaft").
Part III
Compliance as new international policy pattern

“On many issues most states have lost control over some of the functions of authority and are either sharing them with other states or with other (non-state) authorities."

Susan Strange

Chapter 1: Compliance and Corporate Social Responsibility

At the onset of this research, we have clarified that compliance is different from corporate social responsibility, but both elements are generally seen as each other’s complement. What seems undeniable, indeed, is that the ultimate goal of compliance – the creation of a compliance department, crafting of guidelines and their implementation, etc. – is not limited to ensuring adherence to the law, but entails a broader set of elements, and compliance and corporate social responsibility often time converge towards a single goal. Bayer’s compliance policy, for instance, mentions that “Bayer is conscious of its responsibility to protect health and the environment and ensure people’s safety” or

that “All employees are expected to behave in a friendly, objective, fair and respectful manner toward colleagues and third parties. Discrimination or harassment of any kind will not be tolerated.” Compliance is not just about adherence with the law but also about containing reputation damage. Rules and their overall acceptance stem from the global Zeitgeist, and the current Zeitgeist attaches great importance to corporate behavior. The context of today’s global landscape should thus be examined in order to have a better understanding of the systemic forces that drive the debate around compliance and make it a key issue of our time. Access to information and media enables the public across the globe to be more informed and to easily monitor corporate activities, with a better understanding of the differences between technical compliance (adherence to the letter of the law) and actual compliance (adherence to the spirit of the law).

1. Based on the elements described in Part I and Part II of this research, it is clear that on one hand compliance duties derive from – general or substantive – legal obligations, on the other hand that compliance is a tool to avoid damage. With respect to corporate social responsibility, it may not be immediately clear whether the purpose of corporate social responsibility initiatives is a similar one. In particular, conventional wisdom that starts out from the actor-centered assumption that the prime function of business actors is, and has to be, profit

maximization is contradicted. In Milton Friedman’s view\textsuperscript{257}, no code of conduct would ultimately be capable of setting market demands by force. However, this assumption and the consequences derived from it are often an oversimplification, as it neglects the fact that the market place is not the only environment that makes demands on business. Rational business actors have to take into account the challenges posed by globalized markets and those emanating from the state and from transnational civil society.\textsuperscript{258} The interaction of the three worlds of market, state and civil society\textsuperscript{259} provide for a normatively enriched environment, to the extent that the very word “market” may acquire a different meaning under these altering context conditions.

2. In the face of public pressure or the threat of state regulation, “doing good”\textsuperscript{260} – and, accordingly, be proactively compliant with rules and norms - may be the most rational strategy for business to evade the risks associated with adverse campaigning or public regulation. In fact, one the ironies or the recent era of deregulation business (in terms of state control) has been the


simultaneous expansion of constraints imposed by civil society. Non-governmental activity on a global scale has now become a key part of the discourse of globalization and is routinely identified as one of the key drivers of the contemporary emphasis on corporate accountability. It comes as no coincidence, for instance, that the European Union constantly acknowledges the importance of social and market pressures, noting that civil society must be recognized as playing a significant role in this new business governance. In fact, UN Secretary General Kofi Annan’s Global Compact is what economists call a social-norming proposition. By signing on to it, corporations agree to


uphold certain broad values such as environmental standards\textsuperscript{267} and human rights\textsuperscript{269}, which of course include rights as workers, as consumers, as voters, as children, and as women. The very act of signing on to such a compact focuses the signatory corporations, as well as potential critics, on what they do and plan to do to achieve progress toward the objectives. These consist of widely shared and internationally affirmed social values broadly stated (such as removal of gender discrimination and child labor). Given the broad general nature of the compact’s objectives, however, the specific steps they take are best left to the corporations, working with the democratic countries in which they operate.\textsuperscript{270} For instance, signatory companies operating in Germany can be expected to follow national legislation and act within their national rights. They would, for example, exercise their right to hire replacement workers freely, even though that helps cripple the right to strike. But they would be expected to reduce wage


discrimination against women because Germany accepts that objective explicitly and enforces it.271

Chapter 2: Compliance as an evolutionary path from rules-based corporate behaviour to values-based behaviour

3. With a view to the above paragraphs, “doing good” and “behaving properly” clearly are part of a strategy to avoid reputational risks, and so is the production of private norms and the stiff increase of compliance that originates from this phenomenon.272 In many presentations compliance is generally described as an evolutionary path from rules-based to values-based compliance273.

273 The graph above is freely adapted from the UK 2010 Bribery Act’s official presentation, available online at: http://www.ukbriberyact2010.co.uk/images/stories/bribery-act8.png.
In order to minimize reputational risk, private self-regulation must prove successful if it really wants to prevent legally binding regulation (state, “hard law” regulation) being imposed. However, this embedding in pending public regulation could have yet another impact on private efforts trying to anticipate and prevent state intervention: even if public regulation follows at a later stage, its substance would be pre-shaped by the norms and rules of private self-regulation. These expectations of the potential impact of the fear of forced compliance go along with the suspicion that in the absence of this threat the reliability of voluntary self-commitments would suffer.

4. Consumers and investors are demonstrating increased interest\(^\text{274}\) in supporting responsible business practices and are demanding more information

as to how companies address risks and opportunities. In a 2006 McKinsey survey of business executives, only 8% of the interviewed people thought companies were motivated to champion social or environmental causes and work hardly on their disclosure policies out of genuine concern. One of the leaders in the adoption of explicit accountability policies, codes and reports was Shell, its “transformation” having become a classic business school case study, and it was very much responding major reputation crises resulting from both environmental and human rights issues, particularly in Western Africa. The company’s operation in a state run by a military dictatorship accused of major and frequent human right abuses, the impact of oil extraction on indigenous population, and the campaigns of human rights organizations pointing the finger not just at the Nigerian dictatorship but at Shell itself amounted to a public relations disaster. Non-governmental organizations (NGOs) played a major part in the publicity and pressure that prompted Shell’s “transformation”, not only Greenpeace on the environmental side, but Amnesty International, Pax Christi and others on the human rights front, and the advancement of corporate accountability has to be seen in the context of the growth of a highly active a highly active and activist society, which has put significant pressure on business via campaigns, publicity, boycotts and pressures both for more transparency and for more socially responsible policies and practices.

5. Central to the public debate on corporate behavior is the perceived deficiency of national and international law remedies regarding corporate accountability, and in particular the ability of available regulation to successfully govern a corporation’s conduct, or even the conduct of a corporation’s partners (most typically suppliers) in jurisdictions outside the corporation’s home state. As a general consideration, the traditional boundaries of moral and legal accountability have already been breached and companies are now exposed to environmental and social failings well beyond their direct operations and into the supply chain. In the Unocal ATCA case, the Ninth Circuit held that the company could be challenged in court simply for knowingly assisting human rights violations in the supply chain regardless of

276 See, e.g., Leeuwarder Courant December 7th, 2007; AD/Groene Hart, December 5th, 2007. The case can be summarized as follows: in December 2007 a labour conflict in India turned into a diplomatic incident when a Indian court issued international arrest warrants against several Dutch fair trade activists. These activists, involved in the struggle for fair labor conditions and freedom of trade union activities, were accused of libelating an Indian clothing factory. The alleged libel consisted of the fact that the Dutch organizations had accused the Indian company (Fibres and Fabrics International, FFI) of not providing adequate labor conditions to its workers, suppressing the freedom of speech and not respecting the freedom of organization of its workers. The Indian company produced jeans for several Western clothing brands amongst which the Dutch G-Star. G-Star said it had found no evidence of the stated abuses with regard to the labor conditions but terminated its relationship with FFI anyhow, under pressure of the continuing bad publicity.


whether they wanted or requested them. When Ford became embroiled in the Firestone tire crisis, their initial defense was that they were not responsible, yet alone liable, for the failings of the tires which were warranted by the tire manufacturer. The hostile public reaction and barrage of legal actions rapidly caused them to accept responsibility for tires specified by them as part of the vehicle they had made and sold. Indeed, it was Ford and not Firestone who initiated a second major tire recall. In this and in many other cases, the distinction between moral and legal liability is being constantly tested, but companies are now having to weigh both aspects in deciding how they should respond to crises where responsibility could traditionally have been deferred to other parties in the supply chain.

Chapter 3: Compliance as a tool to mitigate “civil society litigation risk”

6. A corporate social responsibility-oriented compliance is also a means to minimize the risk of litigation risk coming from civil society. In fact, civil society has also played a very direct role in bringing law into play, often in innovative and even surprising ways, to enforce corporate responsibility, and increasingly to make it a legal obligation. Instead of just seeking to influence state or international legislation – i.e. public law – they have turned to the tools offered by private law, essentially tort and contract. One of the most creative examples is the use, in the United States, of the Alien Tort Claims Act (“ATCA”), a U.S. statute relating to “piracy on the high seas” and dating back to 1789, rarely used for two centuries. It is, nonetheless, currently proving the bane of multinational
corporations who are being pursued, via ATCA, through the U.S. courts. The goal is to have them pay out compensation – and be seen to take responsibility – for human rights abuses committed abroad by foreign governments with which they have been operating jointly.

7. The use of ATCA is an example of highly creative legal enforcement by non-governmental organization concerned with human right abuses. It should also be recalled that new legal developments are directly and indirectly fostering voluntary corporate social responsibility and market pressures, while new legal tools are being evolved, and old ones creatively used, to make what businesses had previously perceived as voluntary, or beyond the law, in fact legally enforceable. This is not, on the whole, new state regulation, nor international law, but other facets of law – often private law – being used by private parties, non-governmental organizations, business itself, and indeed governments under a different hat. All of this certainly raises interesting angles on the real nature of compliance, and on law’s capacity to escalate. It also shows how social and market forces increasingly interplay with law, with more complex forms of governance emerging. Legal doctrines and processes are being used by non-governmental organizations as part of their overall strategy,

---

and market forces are being stimulated and facilitated by legal measures. Activist players\textsuperscript{282}, have for example used company law to gain legal status and a legal voice within companies, making themselves not just external pressures on companies but internal pressures. They have done this through the simple expedient of buying shares, making themselves shareholders and exercising shareholder rights to bring about resolutions to annual general meetings. Such actions have provided a new means for their conventional role of awareness-raising, with significant publicity raised through reporting of their actions at annual general meetings. More than publicity has resulted, with changes in corporate policy also being accomplished. In California in 2004, the Interfaith Center on Corporate Responsibility\textsuperscript{283}, an umbrella organization filing for a group of shareholding non-governmental organizations, withdrew a resolution destined for Occidental’s annual general meeting only when the company agreed to adopt a human rights policy. Non-governmental organizations have thus used the opportunities available in law to move from the role of advocates outside the corporation to the role of legal actors within it. The shareholder resolution brought by the Ecumenical Council for Corporate Responsibility to Shell’s 2006 annual general meeting\textsuperscript{284} was introduced as being proposed because of concerns about the “loss of production, environmental costs and reputational risk faced by our company”. Amnesty International USA has also


\textsuperscript{283}http://www.iccr.org/issues/.

\textsuperscript{284}Ecumenical Council for Corporate Responsibility (ECCR) official website, May 2\textsuperscript{nd}, 2006, ECCR urges Shell shareholders to vote yes to responsible resolution, full text available on-line at: http://www.eccr.org.uk/dcs/NewsRelease_Shell_02May06.pdf.
extended the tactic into a base for more conventional campaigning by asking ordinary Americans to voice their concerns and priorities to institutional investors holding shares in their names, asking them to support shareholder resolutions addressing human rights. For instance, two resolutions pressed in 2006 were first, in relation to Dow Chemicals, seeking more help for the remaining 100,000 and more victims of Bhopal, and, second, in relation to Chevron, regarding health and environmental issues in the Ecuadorian Amazon which Amnesty alleged were caused by the operations of Chevron’s subsidiary Texaco. This “Share Power” campaign, and the general exercise of shareholder rights to promote corporate responsibility, confronts and exploits the narrow legal interpretation of corporate responsibility as primarily to further shareholders’ interests by making shareholders advocates of corporate responsibility.

Chapter 4: Contractual control and compliance

8. Besides court litigation, contractual control is another mechanism frequently used by businesses themselves to transform legal commitments into legal obligations, and to impose these obligations on other businesses. In fact, there is a growing trend for major companies to include compliance commitments in the terms and conditions they set out for their contracts with their own suppliers. While the market power of large companies vis-à-vis

suppliers is clearly an important factor in any influence accomplished, it is becoming regarded in business as best practice to formalize this as a legal obligation. The adoption of this controlling role by big business over its suppliers may be less surprising and less altruistic than it seems. Some of the companies whose reputations have been hardest hit by the human rights movement have found themselves pilloried for the practices of external suppliers which were not their legal responsibility, but for whose actions they were nonetheless held accountable. Nike’s experience vis-à-vis the child labour practices of its south-east Asian suppliers epitomizes this. It may be no wonder then that companies increasingly require their external suppliers, as well as their own companies, to adopt corporate social responsibility codes of conduct, and are using the legal mechanism of contract to do so. So the pressures of market and civil society have had the knock-on effect of business exercising legal control over business. It might also be noted that the production of contracts is itself facilitated by companies’ ability simply to incorporate standards already set by non-governmental organizations such the International Labour Organization (ILO). Nor is it just businesses that are using contract as a means of promoting corporate responsibility. National, local, and indeed supranational governments are not only using conventional regulatory law to foster corporate responsibility, but are also using their market power.


coupled with private law. They do so, for instance, by including corporate responsibility in their own procurement contracts\textsuperscript{289}. The Italian government, for instance, has required specified “green” standards for the companies whose goods and services it purchases, covering energy efficiency, greenhouse gas emissions, the efficient use of natural resources and raw materials, transport, pollution controls and appropriate sourcing of environmentally sensitive goods such as timber\textsuperscript{290}. Californian and Massachusetts state procurement policies\textsuperscript{291} are well known for their policy-driven stance, while a number of European states and the European Union have also included “sustainable” procurement in its official positions. One could question the fact that compliance is undertaken and virtuous behavior is incentivized within corporate groups because of fear. However, even if companies proclaim normative self-commitments only for strategic reasons without actually being convinced of their appropriateness, the importance of the societal environment lies in securing rule-consistent behavior by helping the logic of rhetorical self-entrapment to unfold.

Chapter 5: Compliance and activist investors

7. Another crucial factor that sparked attention vis-à-vis corporate engagement and served as a huge incentive for both corporate social responsibility and


\textsuperscript{290}http://www.buy-smart.info/project-en/project-participants/consip-spa/consip-spa2.

\textsuperscript{291}Swanson, M. et al., Developing priorities for greener state government purchasing: a California case study, \textit{Journal of Cleaner Production}, 13.7 (2005), 669-677.
corporate compliance is the rise of pension funds and activist investors\textsuperscript{292}. The greater integration of world capital markets - in particular in the European Union following the introduction of the Euro - and the growth in equity capital throughout the 1990s have also been a significant factor in rekindling interest in corporate governance issues. Increasingly fast growing corporations in Europe have been raising capital from different sources by cross listing on multiple exchanges\textsuperscript{293}. In the process they have had to contend more with USA and UK pension funds. This has inevitably contributed to the spread of an “equity culture” outside the USA and UK, and to a multiplication of legal undertakings and requirements\textsuperscript{294}. The growth in defined contribution pension plans, indeed, has channeled an increasing fraction of household savings through mutual and pension funds and has created a constituency of investors that is large and powerful enough to be able to influence corporate governance, as the share of financial assets controlled by institutional investors has steadily grown over the 1990s in OECD countries. This also comes with disproportionately large institutional holdings in small countries with developed financial centers, like Switzerland, the Netherlands and Luxembourg. Institutional investors in the


USA alone command slightly more than 50% of the total assets under management and 59.7% of total equity investment in the OECD\textsuperscript{295}. This has led to the emergence of a service industry that makes voting recommendations and exercises votes for clients. These investors are becoming more demanding and they are one of the forces behind the rapid transformation of several corporate governance systems and the rising expectations around corporate accountability. In the United Kingdom, FTSE (the Financial Times Stock Exchange Index) introduced in 2001 the FTSE4Good\textsuperscript{296} index using criteria based on corporate social responsibility\textsuperscript{297}. Dow Jones in the US has its Sustainability Indexes\textsuperscript{298}. There are “socially responsible”, ethical and “green” investment trusts. FTSE4Good’s approach is to raise the bar over time, “engaging” companies to meet higher standards at each review and dropping companies that fail to do so. In its first three years it notably dropped 87 companies, including household names such as Goldman Sachs and Avon, while the introduction of more demanding human rights criteria resulted in 53 companies developing new policies and practices to ensure continued inclusion. Significantly, companies included in these indices make much of it in

\textsuperscript{296} http://www.ftse.com/Indices/FTSE4Good_Index_Series/index.jsp.
\textsuperscript{298} http://www.sustainability-index.com/.
their sustainability reports. Moreover, large pension funds can wield significant influence. CalPERS, the Californian Public Employees Retirement Scheme Fund, announced in February 2002 that it was pulling out of investment in businesses in Thailand, Indonesia, Malaysia and the Philippines because they did not meet CalPERS investment criteria. Four years later, in June 2006, the Norwegian government pension fund, one of the largest in the world, withdrew investment from Wal-Mart and Freeport McMoRan Copper and Gold out of concerns about human rights and environment. With such significant levels of business value at stake, it is not surprising that shareholders are increasingly informed and active on the issues. The growth in ethical funds is one clear indication, with the power of this still-niche sector to secure board attention to social and environmental issues disproportionate to its size. Mainstream investors are coming under increasing pressure and are even facing legislated requirements, as in the case of UK pension trustees, to disclose their policy on the inclusion of environmental and social issues in their investment


300 Cameron, D., Jacob, R., & Wine, E. (2002, February 22nd). Calpers' Asian retreat is a victory for ethics: But the giant Californian pension fund's pull-back from four emerging markets goes against the tide. *Financial Times*.

301 Cameron, D., Jacob, R., & Wine, E. (2002, February 22nd). Calpers' Asian retreat is a victory for ethics: But the giant Californian pension fund's pull-back from four emerging markets goes against the tide. *Financial Times*.

and voting decisions. Arguably, a new element is represented also by the increased activism among mainstream investors. Part of this increase reflects the heightened focus on corporate governance, post-Enron. The huge losses in shareholder value have prompted investment managers to scour their portfolios for hidden risk, and investors are now keenly aware of the importance of good governance in protecting and enhancing the value of their investments. Even more significantly, mainstream investors seem to be gradually challenging some of the moral liability of the companies in which they invest. Shareholder resolutions have proliferated, demanding strategic reviews and responses on issues from climate change to genetically modified organisms (GMOs) to human and labour rights performance. Many have been able to achieve once unthinkable levels of support from the main body of shareholders.

Chapter 6: Compliance and risk management

8. One of the key factors contributing to compliance’s international relevance is the unprecedented legislative emphasis on risk management these days. In fact, the importance of compliance in today’s corporate debate also

---

reflects an overall attitude towards risk. More specifically, it reflects the confidence that risk can be managed, in the sense that “adequate” organizational features can reduce the life-threatening impact of risks on the company. Risk management-related regulation comes in many shapes. For instance, laws may require firms to adopt specific risk management/measurement techniques; impose corporate governance arrangements to manage risks, such as by requiring companies to have a risk committee within the corporate board, the presence of independent directors therein, internal “status” requirements for chief risk officers, separation of risk management from operating management functions, board duties to supervise risks, etc.; validate firms’ risk management models as a condition to more favorable regulatory treatment; impose a generic requirement to adopt adequate risk management procedures; require top management to certify the effectiveness of risk management (internal contro) policies and procedures and identify material weaknesses thereof, and impose disclosure obligations to explain risk management governance, policies, and procedures to investors and the public at large. European company law was long silent on risk management: if at all, it mentioned the board’s responsibility for internal organization. Such is the case of rules dating back as far as from the 1930s. But even where no such explicit rules were in place, it has always been clear that the board of directors and/or management were responsible for the adequate organization of a company as much as they were responsible for

---

running the business. Today, both at the European level as well as at national levels the board of directors is asked to pay more attention to risk management. Trust needs to be restored with adequate controls to mitigate the accidents that happened. The 2004 Transparency Directive requires that issuers’ annual and interim reports include “a description of the principal risks and uncertainties that [it] face[s]” and “The interim management report shall include at least an indication of important events that have occurred during the first six months of the financial year, and their impact on the condensed set of financial statements, together with a description of the principal risks and uncertainties for the remaining six months of the financial year.” The requirement to disclose the principal risks and uncertainties obliges companies to install at least a risk and uncertainty identification system. In a proposal for the modernization of this directive ESMA is empowered to issue guidelines with respect to these disclosure requirements. The identification of risks was already required in the prospectus to be published when the company is stock exchange listed.

307 The same can be said about the first generation of financial services directives up to the mid-1980s: risk management was not explicitly mentioned. See Article 3 (4) of the First Directive on Credit Institutions (requiring a description of the organizational structure); Arts 16, 17 (2) of the First Directive on Non-Life Insurance of 1973 and Arts. 19, 20 (1) and (2) of the First Directive on Life Insurance of 1979. In a similar vein, the UCITSD I of 1985 contained no rules on risk management as an organizational requirement.


Prospectus Directive 2003/71/EC and Commission Regulation 809/2004, which oblige companies to include risk factors in the prospectus. The list of risk factors must comprise company-specific risks and/or risks related to the securities issued that are material for taking investment decisions. Directive 2010/73/EU further clarified what information is considered “key information” in assessing risks related to the company and the securities:

[ …] essential and appropriately structured information which is to be provided to investors with a view to enabling them to understand the nature and the risks of the issuer, guarantor and the securities that are being offered to them or admitted to trading on a regulated market and, without prejudice to Article 5(2)(b), to decide which offers of securities to consider further. In light of the offer and securities concerned, the key information shall include the following elements:

(i) a short description of the risks associated with and essential characteristics of the issuer and any guarantor, including the assets, liabilities and financial position;

(ii) a short description of the risk associated with and essential characteristics of the investment in the relevant security, including any rights attaching to the securities; [ …].

Listed companies must also provide for an annual corporate governance statement according to the Directive 2006/46/EC amending the Fourth and Seventh Company Law Directives. This statement must contain “a description of the main features of the company’s internal control and risk management
systems in relation to the financial reporting process”. On the consolidated level, “a description of the main features of the group’s internal control and risk management systems in relation to the process for preparing consolidated accounts” must be provided. The statement can be integrated in the management report or be published as a separate report. The auditor’s opinion is required to cover the consistency of the main features of the company’s internal control and risk management systems in relation to the financial reporting process. The auditor’s obligations related to the internal control and risk management system is limited to the financial reporting process, like the American requirements in SOX. Many of the aforementioned malpractices were either directly or indirectly related to financial “tricks” for which an adequate internal control system, controlled by an external expert, could be seen as an appropriate answer. The external auditor has to control the availability in the corporate governance statement on the description of the main features of the system in relation to the financial reporting process and issue an audit opinion. The Directive did not provide any guidance as to the level of work required, nor did it oblige the auditor to start a forensic audit. Next to the disclosure requirements in the Transparency and Accounting Directives, the Directive 2006/43/EC on statutory audits stipulates that public-interest entities must establish an audit committee (or alternative body) to monitor the financial reporting process and to monitor the effectiveness of the company’s internal control, internal audit where applicable, and risk management systems. This obligation goes beyond the disclosure requirements of the Transparency Directive and the amendments of the Accounting Directives and covers one of the components of an enterprise risk management system. The monitoring
requirement, i.e. monitoring the financial reporting process as well as the internal control system, significantly increases the responsibility of the audit committee. According to Article 41 of Directive 2006/43/EC the audit committee must not only monitor the effectiveness of the internal control system of financial reporting, but the effectiveness of all internal control, internal audit and risk management systems. It can be derived from this duty that the company must install such systems allowing the audit committee to monitor their effectiveness but the Directive does not provide any guidance as to which kind of system is appropriate. The audit committee will have to collect information about all the different components and procedures of the applied systems and assess the functioning of the systems for which criteria need to be developed. The criteria allows the committee to assess if the systems provide for reasonable assurance that the goals can be reached. In 2005 the European Commission issued a recommendation on independent directors and committees of the board which contains additional guidelines structuring the audit committees' work. In fact, the recommendation is broader than the scope of the Directive 2006/43/EC on statutory audits. The recommendation contains several principles related to the role of the audit committee. This committee should assist the board in its task to, e.g.:

- review at least annually the internal control and risk management systems, with a view to ensuring that the main risks (including those related to compliance with existing legislation and regulations) are properly identified, managed and disclosed;
- ensure the effectiveness of the internal audit function, in particular by making recommendations on the selection, appointment, reappointment
and removal of the head of the internal audit department and on the department’s budget, and by monitoring the responsiveness of management to its findings and recommendations. If the company does not have an internal audit function, the need for one should be reviewed at least annually;

- review the effectiveness of the external audit process, and the responsiveness of management to the recommendations made in the external auditor’s management letter.

Both Directive 2006/43/EC on statutory audits and the Recommendation focus on the monitoring role of the audit committee, but they assign different roles to the audit committee with regard to monitoring the internal control system and its effectiveness, respectively. According to Directive 2006/43/EC the committee has a duty to perform the overall monitoring of the financial reporting process, but only has to monitor the effectiveness of the global system, whilst the Recommendation stresses the committee’s duty of monitoring the global internal control system, but only has to assess the effectiveness of the internal audit function and external audit process. The statutory auditor must also “report to the audit committee on key matters arising from the statutory audit, and in particular on material weaknesses in internal control in relation to the financial reporting process”. The role of the auditor vis-à-vis the internal control process is limited. The European auditor must report the material weaknesses but has no monitoring duty regarding the effectiveness control of the audit committee. According to Directive 2006/43/EC monitoring the effectiveness of the system in relation to financial reporting remains the sole duty of the audit committee. In the US, management
must provide an assessment of the effectiveness of internal control for financial reporting. In the recitals of Directive 2006/43/EC, the collective responsibility of the board is stressed. Article 41, paragraph 2 of Directive 2006/43/EC also emphasizes the responsibility of the board members. It stresses the delicate borderline between the audit committee’s responsibilities and the board of director’s responsibility. According to Directive 2006/43/EC the audit committee’s duties go beyond the mere advisory work to prepare the board meetings. The committee has four monitoring duties and one reviewing task. The audit committee should inform the board of directors about the work program allowing the board to monitor the work of the committee.

**Chapter 7: Risk management in courtrooms**

9. Many risk-management-related rules are different from outcome-oriented or command-and-control regulations (substantive rules), as they provide a certain flexibility to companies to devise their own solutions to challenges. Risk management and compliance are examined more and more in case-law across the EU. In the the Netherlands’ Laurus case\textsuperscript{310}, the Enterprise Chamber concluded that the Board of Directors takes irresponsible risks if, notwithstanding negative signals, it supports the continuation of the business plan even when it endangers the survival of the company. Closely related to this case is the decision of the Court of Utrecht that found both the board and the supervisory board liable because they have opted for a strategy without any

\textsuperscript{310}Laurus, Ondernemingskamer Gerechtshof Amsterdam, October 16\textsuperscript{th}, 2003, 174/2003, Ljn:AM 1450, \url{http://zoeken.rechtspraak.nl} (accessed 5 February 2013).
assessment of the thereto related risks. The Court of Appeal of Mons (Belgium) found the board of directors liable for the bankruptcy of the company because there was not an appropriate risk management system in accordance with the size and operational activities of the company. These cases illustrate that the courts will have increasing difficulties to judge without hindsight bias. The new legal and regulatory risk management requirements aggravate this hindsight bias risk. There are already some signs of increased accountability of directors for having business risk mitigating systems instead of risk management systems. In a recent Belgian case one director was convicted for the corporate breaching of the environmental legislation. The company fell short of compliance with the environmental legislation related to water sanitation. The board of directors systematically underinvested in the exploitation of the plant and priority was given to economize instead of complying with new environmental laws. The individual board member should have protested against this underinvestment which implies that board members must ensure that a system that identifies and mitigates regulatory (environmental) risks is in place. Although it consists of a criminal case, Belgian board members must object against (at least certain kinds of) risky activities and make sure that risk management systems identify these significant risks. Generally, the new risk management system requirements are open standards which leave many options to manage the risks. Yet, this flexibility may be deceptive. In fact, risk-

313 Court of Appeal Gent, November 25th, 2011, TRV 2012, 711, 734, comment S. De Geyter.
management-related rules typically offer a set of incentives if two conditions are met: a compliance organization is established, and its programmes and guidelines are effectively implemented. While there can be wide discretion as to how structure the compliance organization, not much guidance is given as to how ensure effectiveness. Moreover, as noted by Enriques and Zetsche, this kind of risk management-related regulation facilitates misperceptions about what risk management can and cannot do. While risk management as a managerial tool is inherently imperfect, the very assimilation of risk management into regulation may have negative effects in two directions. On the one hand, *ex ante*, market participants, especially outside the firm, may develop a sense of misplaced security over how much a firm’s management is in control of the outside world. The view that managing risk means having risks under control is obviously wrong, but it may only be natural to share it if risk management is legally and politically sanctioned and if firms heavily invest in it as a consequence. On the other hand, *ex post*, risk management regulation may well generate an opposite misconception on the part of law enforcers dealing with situations in which harmful events have materialized. If the law requires or expects adequate risk management policies and procedures, then it is easy to be led into thinking that, had those procedures been in place and complied with, no harmful event would have materialized, and hence that

---


management or the board are at fault because their risk management procedures were below the minimal acceptable standard\textsuperscript{316}.

**Chapter 8: Compliance and enforced self-regulation**

10. As we have pointed out earlier in this research, with the exceptions of substantive provisions for specific sectors, it is controversial whether there is such thing as a duty of compliance embedded in general obligations. At the same time, it is undeniable that many boardrooms decide to establish compliance department because of the kind of incentives provided by certain regulations. The incentives\textsuperscript{317} devised by the US Department of Justice (DOJ) represent an example of this approach, and a blueprint for regulations such as the Italian D. Lgs. No. 231/2001. In fact, through its unparalleled power to indict corporate entities, the DOJ and US federal prosecutors have grasped the ability to define and assertively impose guidance on what constitutes effective "corporate compliance". This constitutes a delegation of responsibility whereby the government commands firms \textit{ex ante} to implement "effective" compliance programs\textsuperscript{318}, but offers little guidance for determining effectiveness. Moreover, the DOJ's compliance regulation grants regulated entities little opportunity to


engage in experimentation\textsuperscript{319}. Instead, internal corporate compliance programs are the instrumentalities of hard law: formal regimes designed to supply internal monitoring and punishment\textsuperscript{320}, so that the firm can then assist the government in fulfilling its duties of external monitoring and punishment\textsuperscript{321,322}.

\textbf{11.} Through promulgation of the prosecutorial guidelines alone, the DOJ has certainly encouraged the expansion of corporate compliance departments, as well as the purchase of compliance services, much of it in the form of legal advice and training, sufficient to support a burgeoning industry\textsuperscript{323}. More specifically, by negotiating and administering deferred prosecution agreements, US federal prosecutors have caused\textsuperscript{324} corporations to reorganize their compliance departments and redesign the ways in which they monitor and interact with employees, fire key personnel, including high-level officers not formally accused of criminal wrongdoing, hire hand-picked internal monitors, who report to and take orders from prosecutors, and attend meetings with


board members regarding the company's outstanding compliance issues\textsuperscript{325}. As Deferred Prosecution Agreements ("DPAs") — contractual agreements whereby the government agreed not to prosecute the defendant corporation in return for the corporation agreeing to assist the government's investigations and to take remedial measures to improve its internal controls\textsuperscript{326} - began to proliferate\textsuperscript{327}, the centralized policy-making arm at the DOJ headquarters exerted control over divergent practices that had developed throughout the individual United States Attorney's offices. In 1999, the Holder Memorandum, the first internal DOJ guideline memorializing "best practices" in corporate criminal prosecutions, was circulated to the individual United States Attorney's offices. The Holder Memorandum was intended primarily for line prosecutors and their local supervisors, some of whom were known to deviate from DOJ priorities when it suited their purposes\textsuperscript{328}. By the end of 2000, following the collapse of a "dot.com"-inspired speculative economy, public firms issued a wave of financial restatements that shook investor confidence and depressed the equity market. In response to significant investor losses and widely reported apprehension about the integrity of capital markets, Congress enacted the Sarbanes-Oxley Act, and the Bush administration promised to vigorously prosecute the individual officers and employees that had been responsible for promulgating


securities frauds. Knowing that the prosecution of such individuals would be nearly impossible without the help\(^{329}\) of the corporations in which they worked, the government set out to shore up its legal apparatus in order to guarantee its ability to prosecute individual wrongdoers. In 2001, Larry Thompson, then Deputy Attorney General, released a revised memorandum that, unlike the earlier Holder Memorandum, explicitly commanded all prosecutors to consider entity-wide criminal liability\(^{330}\) for corporations whose employees were targets of investigations for criminal violations\(^{331}\). Following the DOJ’s lead, the SEC adopted a similar approach to judging corporate compliance and cooperation in its Seaboard Memorandum, which announced the release of a parent corporation from liability for the conduct of its subsidiary.

### Chapter 9: “P2P” compliance and global governance

12. Thus far, we have investigated the relation between compliance and laws produced by a single state – or by a variety of states. Several scholars suggest that the unprecedented importance of compliance should also be examined with a view to the proliferation of private norms, which are increasingly filling voids in the international space. In other words companies become norm-

---


entrepreneurs – i.e. produce their own norms, comply with them and persuade other players to do the same. According to Killingsworth, “by recasting compliance and ethics from a vertical, state-imposed constraint on business to an integral, horizontal expectation of how business is done, P2P (private-to-private) compliance encourages the adoption of best practices both as a cultural norm and, critically, as a path to profit. Coming now from external business partners rather than just the internal ethics and compliance staff, this message has the potential to re-orient some attitudes and remove some ethical blinders. As more businesses are forced by their counterparties to examine their compliance processes and routinely accept business and legal consequences for them, we can expect increases in overall investment in compliance, in the scope and robustness of the average compliance program, and in ambient awareness of compliance issues outside the compliance, audit, and legal staffs. The viral nature of the process, in which each participant can exert pressure on a large number of direct and indirect upstream or downstream parties, while simultaneously fielding demands from other members of its value chain, suggests that the trend will continue and its influence will grow”[332]. Moreover, according to Killingsworth, private-to-private agreements “commonly contain several distinct types of provisions: broad human rights, labor and corporate social responsibility standards; ethical rules governing relationship issues such as conflicts of interest and gifts and entertainment; requirements to obey specific laws of concern and laws generally; and procedural rules such as the right to audit the partner’s records or train its personnel. Process and structural rules may be imposed on the partner’s compliance activities,


such as requirements to establish management accountability, develop appropriate policies and procedures, maintain an anonymous reporting system and an anti-retaliation policy, train employees, conduct periodic audits, risk assessments and remediation, and of course, sometimes to cascade these program elements to downstream associates”\textsuperscript{333}. The likelihood of a spread of private compliance in the international space is strongest, because in the international space there is no single supranational regulator and states operate through agreements and cooperation treaties\textsuperscript{334}. The international space, where many corporations are active, is exactly where government ends and “governance” begins. In fact, “global governance” is often defined in terms of what it is not – neither a world government nor the disorderly chaos and anarchy associated with a Hobbesian “state of war of all against all”.

13. In one of the pioneering studies of global governance published in 1992, James Rosenau defined global governance in general terms as “an order that lacks a centralized authority with the capacity to enforce decisions on a global scale”\textsuperscript{335}. This conception of global governance was that of a purposive order that exists for the management of interdependence in the absence of a global state. His definition is very broad and has relatively little to say about who or what makes decisions, or precisely how enforcement takes place. Governance is derived from the Latin word gubernator, which is described both as a person

\textsuperscript{333}Killingsworth, S., \textit{idem}.
who steers, and as a “self-acting contrivance for regulating” to ensure an even and regular motion\textsuperscript{336}. This is an important distinction, and we will return to these two different aspects of how governance is accomplished in the discussion below. The Oxford English Dictionary (OED)\textsuperscript{337} defines governance as: (1) the idea of controlling, directing or regulating influence, as well as being subject to the control of another (a relational aspect); (2) the office, function, or power of governing; (3) the manner in which something is governed or regulated; and (4) the general conduct of life or business, demeanour, and “discrete or virtuous behaviour”, which adds a normative component to governance. Drawing on the origin of the concept and the different aspects of governance identified above, it is possible to define global governance in general terms.

14. Global governance requires first, some form of patterned regularity or order at the global level\textsuperscript{338}. Patterned regularity is a necessary, but not a sufficient, condition for global governance. Second, following Rosenau\textsuperscript{339}, and with acknowledgement of Hedley Bull’s important contribution, global


governance must be purposive and/or oriented toward the achievement of some goal or goals\textsuperscript{340}. In this sense, and integrating it with the first element, global governance is order, plus intentionality, at the global level. Third, governance connotes a system of rule, or rules. These rules can either be formal and embodied within formal institutions, or they can be informal and reside inter-subjectively among a population or a set of key institutional actors. Global governance entails decisions that shape and define expectations ("controlling, directing, or regulating influence") at the global level. There can be different degrees of institutionalization associated with different forms of governance, and there is much debate about whether formal or informal institutions are necessary for governance. Fourth, the system of rule implied by global governance is authoritative, in the sense that there is a social relationship between the governed and some governing authority. Governance requires acceptance by a significant portion of some relevant population and therefore is "as dependent on inter-subjective meanings as on formally sanctioned constitutions and charters". Governments can persist without widespread popular support, but governance requires performance of functions necessary for systemic persistence. Governance should not be equated with government, but with the functions of government. Fifth and finally, as indicated above, given that the word governance is derived from the Latin word gubernare (both "to steer" and "to regulate"), it connotes some agent who steers the process, and it also allows for self-regulation. In this sense, a market or set of market

mechanisms can be said to govern. Thus, global governance is an inter-subjectively recognized, purposive order at the global level, which defines, constrains, and shapes actor expectations in an issue domain. It is a system of authoritative rule or rules (with varying degrees of institutionalization) that functions and operates at the global level. In order for a system of authoritative rules to operate at a global level, it is not required that they be universally practiced or universally recognized as legitimate. It merely requires that they be widely shared and practiced on a global scale (on multiple continents) by relevant and important actors.

Chapter 10: Compliance and systemic risk

15. This research has shown how significantly policymakers contributed to the rise of compliance, and is concerned with the way in which law could (and sometimes does) seek to hold businesses accountable for taking their responsibilities – or the responsibilities of their employees – seriously by using various mechanisms to encourage or enforce businesses to put in place internal governance structures, management practices and corporate cultures aimed at achieving responsible outcomes. Arguably, the shift towards enforced self-regulation reflects the idea that the kind of risks which arose these years requires strong engagement by the corporate community. In fact, a risk for private players can morph into a systemic risk\textsuperscript{341}. The one industry where

\begin{footnotesize}
\begin{tabular}{l}
\end{tabular}
\end{footnotesize}
private interest coincides with public interest - and where the need for good compliance is highest - is perhaps the financial industry. Typically, entrepreneurs, as individuals, have an appetite for risk and that appetite is reflected in every kind of business enterprise, large or small, regardless of its legal form. Investors in such enterprises are expected to accept the risk that is inherent in the arrangement, although there are a great many laws and regulations to protect investors against the unscrupulous and, up to a point, the negligent. However, the activities of banks and other financial services enterprises give rise to other special considerations because they may attract funds not only from individuals as risk-taking investors but also from individuals - and others - who have either no appetite for risk (such as an account-holder with a major retail bank) or a much more conservative attitude to risk. The inter-connection of financial institutions in the wholesale financial markets, where they enter into transactions with each other involving enormous sums of money on a daily basis, also means that if one institution gets into financial difficulty there is a serious risk that the problem may spread rapidly to other financial institutions and cause serious financial instability. All of these special considerations require a degree of regulation and supervision – and, accordingly, compliance-related structures - which would not normally be necessary for commercial enterprises in non-financial sectors. Arguably,


compliance often has systemic relevance, too\textsuperscript{343}. In fact, as the international law reform organization UNIDROIT observed in 2004, there are particular features of legal risk that can result into a systemic reaction:

“[…] legal risk may become systemic […]. Consider, for example, the scenario in which an entire market suddenly changes its behavior because the participants become aware of a major legal problem inherent in a specific kind of transaction unsuspected until then. In order to avoid this risk, the market participants avoid entering into this type of transaction as long as the problem remains unsolved. Such a mass reaction, if not properly restrained, could seriously damage the market. […]”\textsuperscript{344}

In this respect, a “War Game” simulation carried out by the UK regulatory authorities in 2004 to simulate risks to the financial system is very intriguing. In fact, the trigger event in the exercise was an imaginary unfavorable decision of the European Court of Justice: a classic example of compliance risk.


Interestingly, according to the Financial Times\textsuperscript{345} the simulation assumed that the ruling of the court “created a behind-the-scenes run on banks that were heavily exposed to the property sector”. When debating the trade-off between the private interest of companies or corporate groups and the public interest, so far only cases of converging negative interests have been considered, i.e. cases where both private players and the public have an interest in avoiding compliance risk, as this risk could have systemic relevance. There is no scarcity of these cases these days, with an ongoing global financial and economic crisis. However, one should not be misled by the perception that the public interest and the private interest coincide only in bad times. This research, for instance, acknowledges the shift of functions which were previously a prerogative of nation-States to private players. Notably, these functions include the production of norms, in a scenario that several scholars have labeled as “co-production of statehood” or “co-performance of governance”\textsuperscript{346}. The powers of nation-States, even of powerful ones, are not sufficient to solve global problems. Among the numerous strategies adopted by national governments to increase their problem solving capability, the more direct involvement of private actors in the governance process is of particular interest. This step toward societal participation was not primarily motivated by democratic concerns but followed the rationale of increasing problem-solving effectiveness by utilizing the knowledge and other resources that only private actors could provide. Co-opting the former addressees of state regulation as partners in decision making

\textsuperscript{345}Financial Times (May 30\textsuperscript{th}, 2009). Chilling plausibility of bank’s “war game”.

could also increase the support and acceptance of political decisions. The expectation of a cooperative response by business actors to becoming partners in new governance arrangements relies on different factors, such as market incentive for corporations to engage in norm-production and norm-implementation, corporations' interest in avoiding reputational costs or legally binding public regulation, or the exchange of information in learning processes designed to improve corporate capacities to enact their supposedly intrinsically motivated willingness to “do good”. Law is primarily a social construct: the extent to which it is interpreted and applied depends on the initial legislation and on the degree to which its provisions are accepted by key stakeholders. The role of legislators and gatekeepers is thus crucial in setting standard and rules and closely guard legal definitions. However, public institutions alone are not sufficient to grant adequate compliance, and there is strong evidence that also many non-state and non-governmental entities are playing a crucial role in defining compliance’s contours and borders. Back in 2004, the (then)

---

chairman of the Securities and Exchange Commission William Donaldson made this aspect – the norm-setting function by corporate players and not only by the state - very clear as he pointedly chose a meeting of the industry-funded US Conference Board to launch an attack on the dangers of continued sharp practice.

“This erosion of trust in business is a serious and worrying development, and there’s no guarantee the problem will automatically get resolved. While regulators such as the SEC can enact bright, red-line rules about what is and is not permissible behaviour, we know from the course of history that human nature will push aggressive managers and organizations to continue to test new laws. Some managers will pursue questionable activity right up to technical conformity with the letter of the law, and some will step over the red line either directly or with crafty schemes and modern financial technology that facilitates deception.

The SEC and others like us can set the rules and define independence – but legal definitions can only go so far. And our free market, democratic system will

gradually erode, and inevitably suffer grievous harm, if remedial efforts are not undertaken and endorsed by a broad cross-section of our business and financial communities.\(^\text{350}\)

Donaldson’s speech makes it very clear that the effectiveness of public policies is very limited unless the business and financial communities provide an adequate level of commitment and endorsement.\(^\text{351}\)

Chapter 11: Compliance and governance networks

Policy makers clearly attempt to constitute corporate “consciences” – getting companies “to want to do what they should do” – not just legally compliant outputs or actions, and meta-regulation – the proliferation of different forms of regulation (whether tools of state law or non-law mechanisms) each regulating one another – is a key feature of both contemporary corporate governance\(^\text{352}\) and global governance\(^\text{353}\). The concept of


\(^{353}\) See G20 Declaration Summit on Financial Markets and the World Economy (Washington, D.C.: November 15th, 2008, at 3-4; G20 Declaration on Further Steps to Strengthen the Financial System (London: September 4th – 5th, 2009); G-20 Toronto Summit Declaration (Toronto, June 26th – 27th, 2010) at 6-7; G20 Cannes Summit Final Declaration
meta-regulation\textsuperscript{354} can be fitted into a broader literature\textsuperscript{355} in which governance is seen as increasingly about “collaborations”, “partnerships”, “webs” or “networks” in which the state, state-promulgated law, and especially hierarchical command-and-control regulation, is not necessarily the dominant, and not the only important, mechanism of regulation. In fact, regulators are seeking the establishment of, and are prepared to offer significant incentives for, a more pro-active risk management function within companies and financial institutions. However good the laws and the legal system may be, if corporate behaviour is bad, legal risks will follow. Such a philosophy involves much more analysis of what companies themselves regard as significant risks and the appropriate measures to be taken to mitigate and manage them\textsuperscript{356}, as recently echoed by U.S. President Barack Obama, who in a public speech on


financial regulation\textsuperscript{357} said that governments must make sure that “markets foster responsibility, not recklessness”.

17. States, businesses, non-governmental organisations and people operating even outside these three sectors may all be active in constituting various governance networks that steer (or attempt to steer) different aspects of social and economic life. States and law may be important to a greater or lesser extent in each of these networks, with overlapping forms of governance coming together in different ways to frustrate or accomplish various regulatory goals.

Chapter 12: Compliance and meta-regulation

18. The term “meta-regulation” itself has been used as a descriptive or explanatory term within the literature on the “new governance” to consider the way in which the state’s role in governance and regulation is changing and splitting. The state is regulating regulation as a consequence of policies to apply transparency, efficiency and market competition principles to itself (e.g., government units that assess the social and economic impact of regulation proposed by other departments before allowing new legislation to be proposed; regulating or auditing the quality assurance mechanisms of semi-independent government agencies, newly privatised or corporatized entities and government departments). “Meta-regulation” can also entail any form of

regulation (whether by tools of state law or other mechanisms) that regulates any other form of regulation. Thus it might include legal regulation of self-regulation (e.g., putting an oversight board above a self-regulatory professional association), non-legal methods of “regulating” internal corporate self-regulation or management (e.g., voluntary accreditation to codes of good conduct, etc.), the regulation of national law-making by transnational bodies (such as the EU), and so on. At a domestic level one generally finds clear examples of legal meta-regulation of corporate responsibility within specific domains of social and economic regulation of business. The most common method is through determinations of corporate liability, damages or penalties in civil or criminal law by reference to whether the corporation has implemented an appropriate compliance system.\textsuperscript{358}

19. Meta-regulating law makes it a good legal risk management practice to implement processes to ensure internal compliance with regulatory goals. One of the oldest examples is probably the duty to provide a safe system of work in relation to occupational health and safety liability in tort and statutory regulation. The most famous is the US Federal Sentencing Guidelines for organisations, described earlier in this research, which state that the existence of an effective compliance system (as defined in the Guidelines) will provide companies or individuals with a reduction of penalty if they are found to have

breached the law[^359]. A variety of other regulatory liability regimes in the US are now predicated on similar considerations. In other jurisdictions, implementation of a compliance system is an important aspect in determining liability or penalties in relation to competition and consumer protection law, and vicarious liability for sexual harassment and discrimination or unequal employment opportunity. Recent UK and Australian corporate manslaughter disciplines could also be seen as examples of meta-regulation through the use of liability[^360].

19. The law might also seek more indirect or partial methods of meta-regulation. In fact, in this research’s introduction, we have clarified that today’s corporate compliance largely reflects a culture in which more is expected from companies, both in terms of regulatory complexity and in terms of controls previously carried out directly by the State. The age in which the State directly controlled compliance seems long gone. Often more indirect, less coercive[^361] methods of meta-regulation are used (or proposed) for schemes aimed more at the ethical and discretionary aspects of corporate responsibility[^362], or for schemes aimed at


[^362]: The World Health Organisation’s *International Code of Marketing of Breast Milk Substitutes* is probably the most successful example of international regulation that applies to business organisations. It includes a primitive meta-regulatory aspect: ‘manufacturers and distributors of products within the scope of this Code should regard themselves as
improving corporate responsibility as a whole (rather than focused on the goals of a specific regulatory regime). Several laws, such as the US Sarbanes-Oxley Act (2002), that require certain corporate employees to report suspected corporate fraud up to senior management and require or encourage companies to put in place whistleblower policies are a form of partial encouragement to internal corporate conscience, since a corporate policy encouraging and protecting whistleblowers (generally in relation to any breach of legal or ethical obligations, not just financial fraud) would be one element of the sort of processes that companies would need to have in place to ensure their own responsibility. However, much more is also possible. Laws that simply protect whistleblowers (e.g., by providing that they should not be sacked or sued for their actions, and giving them the right to sue for compensation if they are sacked), rather than mandating implementation of policies, provide indirect encouragement to internal corporate conscience. The availability of damages indirectly holds businesses accountable for allowing a culture or management system that ignores and punishes whistleblowers to go unchecked, and

---

363 An NGO the International Baby Food Action Network has been extremely active in monitoring compliance with the code (including the meta-regulatory provision quoted above) by Nestlé and other baby food companies (as well as governments), and enforcing it through social and political action. See Richter, J. (2001). *Holding Corporations Accountable: Corporate Conduct, International Codes and Citizen Action*. London: Zed Books.

encourages whistleblowers to make their concerns known. Other examples might include government “approved” or sponsored voluntary corporate responsibility management accreditation and auditing schemes, voluntary undertakings to implement corporate responsibility management systems given to government and enforceable by contract, tax incentives, and government procurement decisions predicated on implementation of corporate responsibility systems.

20. Another technique of legal meta-regulation of corporate responsibility is when regulators “settle” potential regulatory enforcement actions with businesses only on condition that they implement internal changes to identify, correct and prevent future wrongdoing. Or, where courts make corporate “probation” orders that require the company to do so as part of the organisation’s sentence. The US Sentencing Guidelines state that organisations that do not have an effective compliance program should be placed on probation to implement one. Regulators in the UK and other Commonwealth jurisdictions have used discretionary powers to informally make settlements requiring compliance system implementation for years. Similarly, US prosecutors under a number of regulatory regimes consider whether a business has implemented an effective compliance program or not in deciding whether to prosecute or not. Another common method of meta-regulation is to make the implementation of internal corporate conscience mechanisms a condition of licenses or permissions required

---

before a company can engage in a certain business, or build facilities in a certain location. The most common examples are the environmental management systems and local community consultations often required as part of the licence obligations for permissions required from environmental regulators for manufacturing facilities. License requirements for financial services firms usually include broad ranging internal systems for ensuring integrity of funds (preventing fraud, ensuring proper investment decisions, avoiding conflicts of interest, etc.) and investor disclosure (including consumer protection measures such as “know your client” principles) regulation. Then there are a number of more voluntary meta-regulatory initiatives that seek to encourage or reward “beyond compliance” internal management systems by granting extra regulatory flexibility to firms that voluntarily adopt superior internal systems that go “beyond compliance” – for example, by fast-tracking the granting of permissions or licences to such firms, scheduling inspections less frequently for them, or providing public recognition for them through allowing

---

369 One partial example of meta-regulation at the transnational level is the Basel Accord on Banking Regulation, a voluntary multilateral agreement by which G10 nations agree to harmonised standards for national banking regulation. Under this accord, the robustness of banks’ internal systems for managing operational risk (a concept that includes breach of legal compliance requirements and reputational loss through breach of ethical obligations to stakeholders and other corporate responsibility failures) should be an element in deciding their capital adequacy ratios (the proportion of the investments they hold for customers that they must have available in cash in order to be able to operate).
them to use a seal or logo that is publicised as a mark of superior performance\textsuperscript{370}.

Final remarks

“If you think compliance is expensive, try non-compliance”\textsuperscript{371}.

Former Deputy US Attorney General Paul McNulty

\* \* \*

0. In a closely connected business world, few issues affect corporate leaders and organizations as deeply as corporate compliance. This research has first dealt with the evolving contents of compliance in the context of a single corporate entity, where a gradient of intensity can be found across available literature. While compliance cannot be easily decoupled from corporate social responsibility in the public discourse and even in legal and managerial scholarship, compliance is not only a truism (a “Binseweisheit”) best practice or a “soft” law, but an obligation embedded in “hard” legal prescriptions. The nature of this obligation can be ascribed to a company’s top management set of obligations (it is a “Fuehrungsausgabe”) and to the duty of legality (“Legalitaetspflicht”) stemming therefrom. For organizational purposes, compliance can be delegated to corporate departments, but in any case the top

management does not free itself from the compliance duty nor loses its responsibility as a collegiate body. Based on a review of a vast body of international literature and case-law, this thesis shows that compliance is generally regarded as an “organizational duty”, i.e. as a duty to establish a risk recognition and pre-emption organization.

1. The law often grants discretion to corporate boards as to how and to what extent actually implement the compliance-derived organisational duty, and the corporate governance implications of this open-ended duty have been examined in part I and part III of this research against the backdrop of different corporate governance architectures and corporate bodies. In this respect, many risk-management-related rules are different from outcome-oriented or command-and-control regulations (substantive rules), as they provide a certain flexibility to companies to devise their own solutions to challenges. Several scholars argue, however, that this kind of risk management-related regulation facilitates misperceptions about what risk management can and cannot do. While risk management as a managerial tool is inherently imperfect, the very assimilation of risk management into regulation may have negative effects in two directions. First, ex ante, market participants, especially outside a company, may develop a sense of misplaced security over how much a firm’s management is in control of the outside world. The view that managing risk means having risks under control is obviously wrong, but it may only be natural to share it if risk management is legally and politically sanctioned and if firms heavily invest in it as a consequence. Second, ex post, risk management regulation may well generate an opposite misconception on the part of law
enforcers dealing with situations in which harmful events have materialized. If the law requires or expects adequate risk management policies and procedures, then it is easy to be led into thinking that, had those procedures been in place and complied with, no harmful event would have materialized, and hence that management or the board are at fault because their risk management procedures were below the minimal acceptable standard.

2. The discretion offered to boardrooms should never be interpreted too broadly: complying or not complying with the laws is in any case not subject to the discretion of the board, and cannot represent an opportunity for cost-opportunity analysis. At the same time, setting up efficient compliance organization and programs can be an important opportunity – and not just a legal obligation – for corporate boards. In fact, managers who implement effective measures to detect crime and who report wrongdoing can benefit their companies even if prosecutors do decide to indict. For instance, under the US federal sentencing guidelines and the Italian D. Lgs. no. 231/2001, a convicted corporation faces a significantly lower criminal fine if it had an effective compliance program, reported wrongdoing promptly, and cooperated than if it did not. If a company can prove that, before the crime was committed, it adopted and effectively implemented a model of organisation, management and control it is exempt from corporate liability under Italian law. Moreover, a corporation whose managers follow good corporate practices in deterring crime may avoid intrusive corporate probation. Finally, as testified by very robust bulk of managerial studies, in the face of public pressure or the threat of state regulation, being proactively compliant with rules and norms may be the most
rational strategy for business to evade the risks associated with adverse campaigning or public regulation. In fact, as argued in part III of this research, one the ironies or the recent era of deregulation business (in terms of state control) has been the simultaneous expansion of constraints imposed by civil society.

3. This research maintains that corporate officers who face a compliance duty engage in a collaborative effort with public enforcers. This is a key feature of so called “enforced self-regulation”, a scheme where the State provides a general but open-ended obligation, and leaves its implementation to the company’s top management and compliance officers. Based on existing case-law a compliance officer has a sui generis obligation. Indeed, he is obliged to avert criminal acts committed by employees of the organisation to the detriment of third parties. In fact it is not the compliance officer's primary duty to protect the company from attacks and damages, as is the case, for example, with auditing (preventing breach of trust and embezzlement at the company's expense) and measures for the protection of security of the works (preventing unauthorized persons from entering). Rather, compliance's duty – and, therefore, the employees' duty who work in that area – is the prevention of illegal acts having effect within the company (e.g. violation of regulations for the protection of employees) and outside of the company (e.g. cartel agreements or the use of company computers to exchange child pornography). The compliance officer can also take on additional tasks, such as a data security, money laundering or an export control officer. By accepting these duties compliance officers assume a special legal position, which distinguishes them
from the other employees within the company. Significant differences across jurisdictions have been detected as to whether the board and/or the compliance officer can be characterized as an assistant public prosecutor ("Hilfsbeamter der Staatsanwaltschaft"). In Italy, for instance, the Collegio Sindacale can be considered as such, while this is not the case in Germany. Hence, it is controversial what happens in those cases in which the Compliance Department coincides with an Italian Collegio Sindacale, and whether the latter loses its status of guarantor of enforcement or the status of guarantor is extended to the compliance organization.

4. The challenges posed by compliance increase substantially in the context of a corporate group, and exponentially so in the context of a group whose business is carried out in a cross-border context. This research has in particular tried to advance research on the duties of group compliance, against the backdrop of multi-country regulatory diversity, private-to-private compliance obligations and organizational discretion. In fact, no law obliges a group to opt for a centralized group compliance or for a decentralized solution. More specifically, the task of a group compliance officer with a group-wide centralized compliance is a Sisyphean task. While a group is generally not regarded as a legal persona – unlike individual group companies – compliance shall ensure an efficient risk detection and pre-emption system that duly takes into account each country’s specificity. Moreover, this research has found multiple and converging evidence that public prosecutors routinely seek to ascertain the role of the holding company within group architectures, and often hold them liable for violations taking place at the subsidiaries’ level.
This thesis has tried to close a gap in existing literature by pointing out the limitations that should be considered when examining the duties of the international group compliance officer. Groups need to tailor their compliance programs to the international laws that apply to them. More specifically, these programs must comply with the foreign requirements and laws of all relevant jurisdictions where the companies do business. At first glance, this may seem like a daunting task. While it acknowledges several risks and duties associated with the task as group compliance officer, this thesis also conveys the message that his/her task should relativized due to a number of factors. Firstly, the extension of compliance duty to the whole group, and hence to the parent company, is only possible if specific reasons are provided to demonstrate an active involvement of the parent company in the subsidiary’s actions – the mere status of holding company is not enough. Secondly, one of the guiding principles of compliance management is that it should be commensurate to the complexity of the business and to its architecture, and in many cases compliance officers are merely obligated to report to the chief executive officer, so if they fulfill this obligation, there is no room for a liability based on omission. Thirdly, according to several commentators, the parent company’s compliance officer advising group subsidiaries can be considered as an “external consultant”. In such a capacity, the compliance officer is accordingly bound by confidentiality and attorney privileges, so conflicts can in particular arise when the group compliance officer is a lawyer and deals with group subsidiaries.
6. An important element that also contributes to relativize the role of a group compliance officer is the existence of restraints to the flow of information within a corporate group. As pointed out in this research, the access to information and data can sometimes generate conflict with data protection laws which exist in several foreign jurisdictions, and neither a board nor a compliance officer have legal powers to either override or disregard these laws.

7. Based on our research’s findings, abundant international guidance exists that can help companies comply with international laws, such as the OECD’s Good Practice Guidance on Internal Controls, Ethics, and Compliance, or the newly released ISO 19600 standard on compliance management systems. Yet, the existence of standards is not sufficient to overcome the complexity of regulatory diversity. In fact, a group compliance officer’s business is also relativized by the absence of third-party certifications which could contribute to increase comparability of compliance organizations and processes across cross-border boundaries. In the absence of third-party certifications, it is still unclear how group compliance officers are supposed to prove their implementation of global standards to others. Therefore, it can well occur that a compliance officer is confronted with conflicting provisions, especially since the definitions are inconsistent and certainly this counteracts the aspired global standardization.

8. As this research is confined to the challenges of compliance in cross-border corporate groups, the review of the literature suggests that there is a wide range of issues that might have some impact on this area. In particular, a plethora of issues such as political, legal, cultural and social issues are likely
exogenous factors in this space. Another limitation of this research is that, having elements from different legal, managerial and policy environments, it is often difficult to build a parsimonious theory and theoretical specification. Consequently, generalisability of the findings is the most difficult aspect of this research approach. At the same time, this research provides several elements for future research. In particular, insofar as a robust body of literature and case law about cross-border compliance develops and cross-border cooperation among national enforcement authorities increases, the contours and duties of group compliance organizations will be defined more in-depth.
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